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License for Use

This software is protected by United States copyright law and international
copyright treaty provisions. The installation and use of this software constitutes
an agreement to abide by the provisions of this license agreement.

Campbell Scientific grants you a non-exclusive license to use this software in
accordance with the following:

o))

@

®)

(4)

®)

The purchase of this software allows you to install and use the software on
one computer only.

This software cannot be loaded on a network server for the purposes of
distribution or for access to the software by multiple operators. If the
software can be used from any computer other than the computer on which
it is installed, you must license a copy of the software for each additional
computer from which the software may be accessed.

If this copy of the software is an upgrade from a previous version, you
must possess a valid license for the earlier version of software. You may
continue to use the earlier copy of software only if the upgrade copy and
earlier version are installed and used on the same computer. The earlier
version of software may not be installed and used on a separate computer
or transferred to another party.

This software package is licensed as a single product. Its component parts
may not be separated for use on more than one computer.

You may make one (1) backup copy of this software onto media similar to
the original distribution, to protect your investment in the software in case
of damage or loss. This backup copy can be used only to replace an
unusable copy of the original installation media.

This software may not be sold, included or redistributed in any other software,
or altered in any way without prior written permission from Campbell
Scientific. All copyright notices and labeling must be left intact.



Limited Warranty

The following warranties are in effect for ninety (90) days from the date of
shipment of the original purchase. These warranties are not extended by the
installation of upgrades or patches offered free of charge.

Campbell Scientific warrants that the installation media on which the software
is recorded and the documentation provided with it are free from physical
defects in materials and workmanship under normal use. The warranty does not
cover any installation media that has been damaged, lost, or abused. You are
urged to make a backup copy (as set forth above) to protect your investment.
Damaged or lost media is the sole responsibility of the licensee and will not be
replaced by Campbell Scientific.

Campbell Scientific warrants that the software itself will perform substantially
in accordance with the specifications set forth in the instruction manual when
properly installed and used in a manner consistent with the published
recommendations, including recommended system requirements. Campbell
Scientific does not warrant that the software will meet licensee’s requirements
for use, or that the software or documentation are error free, or that the
operation of the software will be uninterrupted.

Campbell Scientific will either replace or correct any software that does not
perform substantially according to the specifications set forth in the instruction
manual with a corrected copy of the software or corrective code. In the case of
significant error in the installation media or documentation, Campbell
Scientific will correct errors without charge by providing new media, addenda,
or substitute pages. If Campbell Scientific is unable to replace defective media
or documentation, or if it is unable to provide corrected software or corrected
documentation within a reasonable time, it will either replace the software with
a functionally similar program or refund the purchase price paid for the
software.

All warranties of merchantability and fitness for a particular purpose are
disclaimed and excluded. Campbell Scientific shall not in any case be liable for
special, incidental, consequential, indirect, or other similar damages even if
Campbell Scientific has been advised of the possibility of such damages.
Campbell Scientific is not responsible for any costs incurred as a result of lost
profits or revenue, loss of use of the software, loss of data, cost of re-creating
lost data, the cost of any substitute program, telecommunication access costs,
claims by any party other than licensee, or for other similar costs.

This warranty does not cover any software that has been altered or changed in
any way by anyone other than Campbell Scientific. Campbell Scientific is not
responsible for problems caused by computer hardware, computer operating
systems, or the use of Campbell Scientific’s software with non-Campbell
Scientific software.

Licensee’s sole and exclusive remedy is set forth in this limited warranty.
Campbell Scientific’s aggregate liability arising from or relating to this
agreement or the software or documentation (regardless of the form of action;
e.g., contract, tort, computer malpractice, fraud and/or otherwise) is limited to
the purchase price paid by the licensee.
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Preface — What's New in LoggerNet 3?

Product History

LoggerNet 3.x continues the original design of client-server functionality that
first appeared when Version 1.0 was released for Windows to replace Real
Time Monitoring Software (RTMS) that ran on OS/2 operating systems.
Versions in the 1.x series supported only table-based dataloggers and provided
large network users with sophisticated capabilities to develop clients to the
server to move data without having to store it in interim files.

Version 2.0 added support for dataloggers with mixed-array operating systems,
the CRBasic dataloggers, and additional communications devices. It also
supported client applications’ requests for data via TCP/IP, but also
automatically created files on the PC for final storage data. Subsequent
revisions in the 2.x series added support for hardware as it was released and
refined the client-server architecture to make it more robust and flexible.
Software development kits and standalone clients were released to provide
additional functionality.

One of the main efforts in the development of LoggerNet 3.1 was to
incorporate support for the CR1000 datalogger. This included datalogger
management (connect, collect data, set clock, send program, etc.) in
LoggerNet, as well as programming support in CRBasic and Short Cut. To
help with creating CR1000 programs, a Transformer utility was developed to
convert existing CR10X Edlog programs to CR1000 CRBasic programs.

LoggerNet 3.2 added support for our new CR3000 datalogger. In addition,
LoggerNet Admin and LoggerNet Remote were developed, which provide
tools to support larger networks. These tools include security and remote
management capabilities, and the ability to run LoggerNet as a service.

LoggerNet 3.3 adds support for the CR800 datalogger. A new file output
option was also added for table data dataloggers. This CSV file format option
allows the creation of data files similar to those from mixed array dataloggers.

LoggerNet 3.4 improves LoggerNet’s performance on Windows Vista. In
addition, changes were made to the user interface of the Numeric Display and
Graphs. A new version of SMS is also included.

NOTE Beginning with LoggerNet 3.4, Windows NT is no longer
supported.

LoggerNet Products

Campbell Scientific offers four LoggerNet software packages, LoggerNet,
LoggerNetData, LoggerNet Admin, and LoggerNet Remote and several
standalone client products. Each of these packages is purchased separately.
LoggerNet is the main software application and comes with all of the
applications needed to set up and configure a network of dataloggers including
tools to write programs and monitor retrieved data. LoggerNetData is a
complementary product that includes applications that can be used on a remote
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computer to monitor data, or retrieve, view, and analyze data that was collected
by LoggerNet into a file. LoggerNet Admin and LoggerNet Remote enhance
the capabilities of LoggerNet by providing management tools for more
complex networks.

New and Improved Applications

EZSetup Wizard

Troubleshooter

Several new applications, as well as improvements to previously available
applications, were included with the release of LoggerNet 3.0 to make data
acquisition and troubleshooting easier than ever. Additional clients have been
released with LoggerNet Admin/LoggerNet Remote. The difference in the two
is that LoggerNet Admin offers a complete LoggerNet package, while
LoggerNet Remote, which was designed to be run remotely, does not include
the LoggerNet server.

The EZSetup Wizard, first introduced in PC400 software, was designed to
provide step-by-step help to set up and configure a datalogger for
communication and data collection. Each screen in the wizard has fields for
the pertinent information about your station. After the last step in the Wizard
has been completed, the information is saved and the datalogger and peripheral
communication devices are added to LoggerNet's device map. The Setup
window is still available for users who may have more complicated
communication networks that require a level of detail not provided by the
EZSetup Wizard.

The Troubleshooter summarizes the status and possible problems with
communications with individual dataloggers. It provides leads for
investigating network failures.

Short Cut for Windows

PakBus Graph

While Short Cut is not a new application, this is the first version of LoggerNet
that includes this easy-to-use datalogger program generator as part of its suite
of applications.

Earlier versions of LoggerNet supported the new PakBus dataloggers and
devices and provided a textual tool, PakBusAdministrator, to configure
PakBus devices. PakBus Graph provides this functionality in an easier to use
graphical format. It is, essentially, a graphical display of the LoggerNet
server’s PakBus routing table, but it also provides the capability to change
settings in remote devices.
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Device Configuration Utility (DevConfig)

Setup Window

The Device Configuration Utility (DevConfig) is accessed from a separate
shortcut icon in the program folder rather than a button on the Toolbar. This
application offers a powerful tool for configuring the various settings in
devices — both dataloggers and communications devices such as the RF400
radios and NL100 Network Link Interface — including sending new operating
systems to devices with flash memory. You can save a configuration from one
device and send it to other devices of the same type as a starting point to make
sure settings are unique or uniform as required (such as when setting up a
network of PakBus RF400 radios, where most of the settings in the radios
should be the same). You may also download a fresh DevConfig from our
web site to get the latest version for evolving devices.

The setup information on each tab for a device has been divided into Standard
and Advanced sections. The standard fields must be completed by the user for
communication with the datalogger to be successful. The advanced fields can
be left at their defaults for most applications.

Clock and Program tabs have been added for dataloggers with which to update
the datalogger’s clock and running program. LoggerNet will connect to the
datalogger, check or set the clock, send the program, wait for the updated clock
values or program compilation results and then terminate the communication
link.

You can still right-click on a device in the Network Map to add child devices,
but in addition, the Add window has been improved so that only those devices
that are valid connections for the highlighted device are displayed. As each
device is added, the contents of the Add box will change based on the last
device added.

Settings have been added to configure LoggerNet for receiving incoming UDP
address updates from an AirLink Raven CDMA digital modem with dynamic
IP addressing.

Clock settings have been added to the LoggerNet server to determine how
LoggerNet should adjust its time for daylight saving time.

The new LoggerNet server supports independent PakBus addresses for its
individual PakBus ports, effectively allowing you to isolate subnetworks from
each other. The Setup screen offers a pull-down menu item to set the
LoggerNet PakBus settings and bridge or not bridge the individual ports.

Connect Window

The biggest change to the Connect screen is that you no longer have to stay
connected to a datalogger to initiate a data collection, clock check/set, or
program send/receive attempts. If you are not yet connected to a datalogger,
LoggerNet will initiate a link to the datalogger, perform the desired action, and
then terminate communication.
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When running, numeric and graphical displays will automatically display (but
do not collect to a file unless told to do so) the last record in final storage from
table-based dataloggers, and they each include a separate field for their own
collection interval. The server keeps track of when tables should be written to
and avoids collections if no new data has been stored.

A Field Calibration Wizard is now available from the Connect window's main
menu. The wizard helps the user perform a zero, single point, or two point
calibration on one or more variables. (Available only for CR1000, CR800,
CR3000, CR5000, and CR9000X dataloggers. Requires one or more FieldCal
instructions in the program.)

Status Window and LogTool

Enhancements to the Status window include a new Trouble Indicator icon and
a Comm Status Image displaying communication quality over the past 12
hours.

Status information for any statistic can now be sorted in ascending or
descending order when a column heading is clicked to make troubleshooting
easier. The LogTool replaces separate launching buttons for server and low
level logs. You can access any of the log displays from this one LogTool
screen, and choose to display log messages only for a selected device(s) to let
you focus on a particular problem. You can also choose to save or print the
current log windows without having to open the individual log files.

A Communications Test window is also now available from the Status window
toolbar to let you test communications with one or more devices. This can be
very handy when setting up a network to test each device as it’s brought on
line.

Split Report Generator

Input File Options

Many new enhancements have been made to the Split report generator,
including:

A new option has been added to the Start and Stop conditions, which will start
or stop the processing of a data file on or after the specified time is met (Start-
Stop On/After Time). Previously, the exact time would have to exist in the
data file before processing would start or stop.

You can now access up to 8000 elements on the Select line. Previously, you
could access only 1 through 254. If a data file had more than 254 data points
in a record or array, Split could not access them for output. Additionally, the
select line is no longer limited to 254 characters. The limit is now 4,700 bytes.

This version increased the number of columns that can display headers from 60
to 254.

Two new functions have been added (WDQ and WDQS) to output an
alphabetical quadrant (e.g., "N", SE", "WNW") from wind direction data.
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A new date format, “hourarray”, has been added that can be used to convert the
midnight timestamp for table-data dataloggers (0000) to a 2400 hour format.
This function, along with “dayofyear”, can be used to convert the date/time
strings collected from table-based dataloggers to the year-day-hhmm format
native to mixed-array dataloggers so as to make data file formats backwards
compatible.

Output File Options

In addition to overwriting or appending to an existing output file, there is now
a Create New File option. The new filenames have “ 07, “ 1, “ 2”, etc.
appended to the original filename to keep them distinct.

When using the final storage label file (FSL) to populate column header fields,
the labels are now broken at the underscore ( _ ) character. Any characters
following an underscore will appear on the next column heading line.

A No Dashes option has been added to remove the line of dashes after the
header in the output file.

Summary data and/or the summary heading can be suppressed from being
added to the end of the report.

CardConvert Binary File Converter

CardConvert is a utility used to retrieve binary data from a compact flash or
PCMCIA card, convert it to an ASCII or binary file, and save it to disk.
CardConvert was added to LoggerNet in version 3.1.3, to support the release
of the CFM100 Compact Flash Memory Module for the CR1000 datalogger.
CardConvert can also be used to retrieve binary data from PCMCIA cards
supported by the CR5000 and CR9000 dataloggers, or convert binary data
already stored on the PC.

Hole Monitor (LoggerNet Admin/LoggerNet Remote)

The Hole Monitor utility is used to monitor the hole collection activity for the
dataloggers in a LoggerNet network. Holes are most often encountered with
data collected from table-based dataloggers via data advise.

A hole is any discontinuity of data in the LoggerNet server's data cache for a
datalogger. Holes can occur if the server is unable to collect data from a
datalogger because of communication failure, or if packets sent to the server
from the datalogger are out of order because of a marginal communications
link.

Service Manager (LoggerNet Admin)

Some users may desire to run LoggerNet as a service, so that in the event of a
loss of computer system power LoggerNet will resume data collection and
scheduled task activities when power is restored to the computer and it "boots
up". The LoggerNet Admin Service Manager Utility is used to install
LoggerNet as a service and to enable/disable that service as required. The
Service Manager cannot be used to enable or disable LoggerNet as a service on
a remote computer; therefore, it is not available in LoggerNet Remote.
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Preface — What's New in LoggerNet 3?

Security Manager (LoggerNet Admin/LoggerNet Remote)

The Security Manager allows you to set up security within the LoggerNet
application to restrict access to certain functions. A User Account is set up for
each individual using the system. The User Account is given a user name and
password, and assigned one of the five levels of security. The user must then
enter the name and password when opening a LoggerNet client.

When a user is logged in to LoggerNet, any options that are not available to
that user based on security settings will be disabled in the application.

LoggerNet Server Monitor

The LoggerNet Server Monitor is a utility that is used to monitor the status of
the LoggerNet server when it is being run as a service or being run on a remote
computer. Once started it can be minimized, where it resides in the Window's
system tray. An icon, which changes color depending upon network status,
provides a visual indication of communication with the dataloggers in the
network and whether or not the LoggerNet server is running. Multiple
instances of the Server Monitor can be started to monitor multiple LoggerNet
SEervers running on remote computers.

Alternate Language Support

NOTE

Certain LoggerNet clients can display the user interface component text (for
buttons, dialog boxes, etc.) in a language other than English if a separate
LoggerNet language package has been installed. If a language package is
installed on your machine, you will see the language in the list for the
Languages menu (Options | Languages).

Applications that support alternate languages are EZSetup, Setup, Connect,
Status Monitor, TroubleShooter, Task Master, PakBus Graph, and the Device
Configurator.

Available alternate language packages are provided by Campbell
Scientific's international representatives or on the CSI web site.
They are not included in a standard LoggerNet installation.

XVi



Section 1. System Requirements

1.1 Hardware and Software

LoggerNet is a collection of 32-bit programs designed to run on Intel-based
computers running Microsoft Windows operating systems. The recommended
minimum computer configuration for running LoggerNet is Windows 2000,
Windows XP, or Windows Vista because they offer the most stable operating
environment. All installations require at least a Pentium Il or equivalent
processor, a minimum of 128 MB of RAM, a minimum of 100 MB free space
on the hard disk, TCP/IP support installed, and telephony service installed and
running.

1.2 Configuration of TCP/IP and Telephony Services

NOTE

TCP/IP and Telephony services must be installed and enabled on the computer
for LoggerNet to run. To determine if both of these services are installed and
enabled, access the Windows Control Panel (Start | Control Panel). From the
Control Panel, open Administrative Tools and choose Services. The list of
installed services is typically displayed in alphabetical order. Review the list
for entries titled TCP/IP and Telephony.

The Startup Type for each service should be listed as "Automatic™ or
"Manual". If either of the services is installed but listed as "Disabled", right
click the service to bring up a floating menu. Select Properties, and on the
General tab, change the Startup Type to Automatic or Manual. If a service is
not installed refer to the Windows operating system help for installation
information. In Windows XP, the Help & Support Center can be opened by
selecting the My Computer icon on the desktop and pressing F1. Typing in
TCP/IP Service in the Search field will display a link to “Install Simple
TCP/IP Services”. Typing in Telephony Service will display a link to “Add a
Telephony Service Provider.

You may need to contact your IT department for complete
information for configuring these services.
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Section 2. Installation, Operation and
Backup Procedures

2.1 CD-ROM Installation

Place the installation disk in your computer's CD-ROM drive. If autorun is
enabled for the drive, the LoggerNet installation will start automatically. If the
installation does not start automatically, select Start | Run from the Windows'
Start menu. Type D:\Setup.exe (assuming D is your CD-ROM drive letter) in
the Open field. Alternately, use the Browse button to access the CD-ROM
drive and select the Setup.exe file from the disk.

The first screen displayed by the installation is a Welcome screen. Click Next
to proceed to the licensing agreement. After reading the licensing agreement,
select the “I Accept...” option and select Next to proceed to the User
Information screen. At the bottom of the User Information screen is a field for
entering the CD key for the software. The CD key is found on the back of the
CD case in which LoggerNet is shipped. Use the drop-down list box for the
first part of the CD key to select the software being installed: LGRNET
(LoggerNet), LGNADM (LoggerNet Admin), or LGNRMT (LoggerNet
Remote). Note that you must select the correct LoggerNet version for your CD
key or you cannot proceed further in the installation. After entering the CD
key, select Next and continue through the remaining screens, following the on-
screen prompts to complete the installation.

Items are added to your computer’s Start menu under Programs | LoggerNet
that start the Toolbar and some other selected utilities. At the end of
installation you also have the option to add a desktop shortcut to LoggerNet.

By default, the installation copies the LoggerNet program files to the
C:\Program Files\CampbellSci\LoggerNet directory. Many operating system
configurations will require the user name under which the software is installed
to have administrative privileges to the computer. After the software is
installed, administrative privileges are not required by the user to run the
software.

In addition to placing files in the Program Files directory of your computer, the
installation also creates working directories for the LoggerNet server and the
individual LoggerNet applications under C:\CampbellSci. Section 2.3.1
provides more detail on the directories that are created.

2.2 Upgrade Notes

If you have any version of LoggerNet 3 installed on your computer, when you
run the installation the existing version will be updated with the new files. If
you have any version of LoggerNet 2 installed, you can choose to upgrade that
installation, or install LoggerNet 3 separately while leaving the previous
version intact.
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NOTE

When you upgrade an existing installation, LoggerNet will continue to use the
network map, data collection schedules, data file locations, etc., of the existing
installation. Essentially, you will be able to "pick up where you left off" the
last time you used LoggerNet.

LoggerNet 3.4 can readily use the network map from LoggerNet 2.x or any
earlier 3.x versions. However, network maps are not backwards compatible.

If you upgrade your existing version, once LoggerNet 3.4 is opened, the
network map will no longer be compatible with LoggerNet 2.x or any earlier
3.x versions. For this reason the upgrade installation will automatically make a
copy of the <WorkingDirectory>\LoggerNet\sys directory and all of its
contents. The copy will reside in <WorkingDirectory>\LoggerNet\
NetworkMapBackup\<version>\sys. If it then becomes necessary to revert
back to a previous version of LoggerNet, you will need to remove the
<WorkingDirectory>\L oggerNet\sys directory and replace it with the
<WorkingDirectory>\LoggerNet\NetworkMapBackup\<version>\sys directory.

If the <WorkingDirectory>\LoggerNet\NetworkMapBackup\
<version>\sys directory already exists, it will not be overwritten,
and no backup will be made.

If you are upgrading from an installation of PC208W version 3.0 or greater,
you can convert your current network map from PC208W format to the
LoggerNet format. A Convert utility has been provided to bring the old
PC208W network description into the new LoggerNet format. You should
make sure that data collection is up to date in PC208W before converting the
network map. It is also a good idea to make a backup of the PC208W files.
The explanation for the use of Convert is in Section 4.2.8.1 on network setup.

2.3 LoggerNet Operations and Backup Procedures
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This section describes some of the concepts and procedures recommended for
routine operation and security of the LoggerNet software. If software and
computer systems were perfect this section would not be necessary. However,
since this software is required to run with predictable results in the real world
on real computers, the following guidelines and procedures will be helpful in
minimizing possible problems that may occur.

2.3.1 LoggerNet Directory Structure and File Descriptions

2.3.1.1 Program Directory

As described in the installation procedures, all of the files for program
execution are stored in the C:\Program Files\Campbellsci\LoggerNet directory.
This includes the executables, DLLs, and most of the application help files.
This directory does not need to be included in back up efforts. LoggerNet and
its applications rely on registry entries to run correctly; therefore, any
restoration of the program should be done by reinstalling the software from the
original CD.
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2.3.1.2 Working Directories

In this version of LoggerNet, each major application keeps its own working
directory. The working directory holds the user files created by the
application, as well as configuration and initialization (*.INI) files. Because of
this working directory scheme (implemented in version 3.0), when you use File
| Open in Edlog, CRBasic Editor, Split, etc., you may find yourself in an
unfamiliar directory and may have to navigate to a different directory to find
existing data files, datalogger programs, etc.

This scheme was implemented because we use the underlying tools and many
of the applications (the server itself, library files, datalogger program editors,
etc.) in a number of different products. By providing a common working
directory for each major application, we hope to make it easier to keep track of
files and information as you move from one product to another.

The following figure shows the typical working directories for LoggerNet if
the default options were selected during installation.

El= Local Digk [C:)
EH:I Campbellzci
-] CRBasicE ditar
{:I [DewCanfig
{:I Edlogiaf
=0 Lib

{:I Compilers

{11 CR200Compilers
] CRBasicDefFiles
#-L1 DevCanfiglib

-1 RTMCMedialib

{:I Images

] CR2005eries
EH:I data

{7 irifiles
H-] PakBusGraph
&1 RTMC
-0 5Cwin
-] 5M3

&0 Splitw
{:I Wi

FIGURE 2-1. Typical Working Directories for LoggerNet
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By default, the files that you create in each of the applications will be stored in
their respective folders in the working directory. You can override that default
and store the files in a different location. Each application "remembers" the
last directory in which a file was saved and will default to that directory until a
different directory is selected.

Note that most all applications have one or more subdirectories in which
configuration files are saved.

Lib directory - The Lib directory is a library directory for several of the
LoggerNet applications. The Compilers folder holds all of the compilers for
the CRBasic Editor, except for the CR200 compilers, which are stored in the
CR200Compilers directory. The CRBasicDefFiles folder holds the definition
files and help files for all dataloggers supported by the CRBasic Editor. The
definition files are the files which provide the unique instructions and
parameters for each datalogger.

DevConfig and Library directories - These directories contain the files for
each datalogger that will be used by the Device Configuration Utility.

RTMCMediaL.ib directory - This directory contains all of the media files that
can be used by RTMC to provide graphics and sound for your RTMC projects.
Any custom graphics or sounds that you create and wish to use in your project

should be stored in one of these directories.

LoggerNet directory - The ASCII data files that are saved to disk as a result
of data collection from the dataloggers are stored to the LoggerNet directory
with a *.dat extension. The Logs directory holds the logs that are created when
communication takes place between the LoggerNet server and client
applications, and the LoggerNet server and the dataloggers. These logs are
used to help troubleshoot communication problems.

The Sys directory holds the network map description, configuration files, and
the binary data cache. (The data cache is a repository for the data which is
collected from the dataloggers by the LoggerNet server, and which each client
application accesses when processing that data. In the example above, folders
3, 4, 5, and 6 represent the data caches for four different dataloggers. See
Appendix D for additional information.)

2.3.2 Backing up the Network Map and Data Files

As with any computer system that contains important information, the data
stored in the LoggerNet working directory should be backed up to a secure
archive on a regular basis. This is a prudent measure in case the hard disk
crashes or the computer suffers some other hardware failure that prevents
access to the stored data on the disk.

The maximum interval for backing up data files depends primarily on the
amount of data maintained in the datalogger memory. The datalogger’s final
storage is configured as ring memory that will overwrite itself once the storage
area or table is full. If the data is backed up more often than the oldest records
in the datalogger are overwritten, a complete data record can still be
maintained by restoring the data from the backup and then re-collecting the
newest records from the datalogger.
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2.3.2.1 Performing a Manual Backup

LoggerNet provides a simple way to back up the network map, the LoggerNet
data cache, and user created files such as program files (CSI, DLD, or CR*),
Split report files (PAR), or ASCII data files (DAT). From the Setup window’s
menu, choose Tools | Backup Network. This opens the Backup wizard that
steps you through the process of creating the backup file.

You can choose to back up only the network map, or to back up the network
map and data cache. The network map will restore all settings and data
collection pointers for the dataloggers and other devices in the network. The
data cache is the binary database which contains the collected data from the
datalogger. Other files can be added as well.

The backup file is named LoggerNet.bkp and is stored in the
C:\CampbellSci\LoggerNet directory (if you installed LoggerNet using the
default directory structure). You can, however, provide a different file name if
desired.

2.3.2.2 Automating the Backup Process

A backup can be performed automatically by setting up a scheduled task in
LoggerNet’s Task Master. The files included in the backup will be based on a
saved backup configuration file. To save a backup configuration, choose Tools
| Backup Network from the Setup windows menu. Proceed through the Backup
wizard. At the last step, choose Save Configuration. The configuration will be
saved to C:\Campbellsci\LoggerNet\Backup.Configuration.

To set up the task, open the Task Master and add a scheduled task. Enter the
interval on which you want the backup to be performed. Enable the Execute
File check box. In the File Name field, type (or browse for) the file
LNBackup.exe. Make sure to include the path (if LoggerNet was installed with
the default directory structure, this will be C:\Program
Files\CampbellSci\LoggerNet\LNBackup.exe). Once the changes have been
applied, the backup will be performed based on the defined schedule.

To create a unique filename based on date and time each time the task is run,
enter —Append Time in the Command Line options field.
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2.3.2.3 Restoring the Network from a Backup File

To restore a network from a backup file, choose Tools | Restore Network.
Select the *.bkp file that contains the network configuration you want to
restore. Note that this process DOES NOT append to the existing network --
the existing network will be overwritten when the restore is performed.

2.3.3 Loss of Computer Power
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The LoggerNet communications server writes to several files in the \SYS
directory during normal operations. The most critical files are the data cache
table files and the network configuration files. The data cache files contain all
of the data that has been collected from the dataloggers by the LoggerNet
server. These files are kept open (or active) as long as data is being stored to
the file.

The configuration files contain information about each device in the datalogger
network, including collection schedules, device settings, and other parameters.
These files are written to frequently to make sure that they reflect the current
state and configuration of each device. The configuration files are only opened
as needed.
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If computer system power is lost while the LoggerNet server is writing data to
the active files, the files can become corrupted, making the files inaccessible to
the server. This is particularly a problem for Windows 98 machines using the
FAT32 disk file formatting. Windows 2000, XP, and Vista offer the choice of
NTFS that provides a greater protection for this type of event. Thus, Windows
2000, XP, and Vista offer more robust operation.

While loss of power won’t always cause a file problem, having files backed up
as described above will allow you to recover if a problem occurs. If a file does
get corrupted, all of the server’s working files need to be restored from backup
to maintain the synchronization in the server state.

2.3.4 Program Crashes

If the communication server crashes, there is a possibility that files can be
corrupted (note, however, that corruption is much less likely with a program
crash than during a power loss, since the computer operating system remains in
control and can close the files left open by the failed program). Again this is
handled better with Windows 2000, XP, and Vista than with Windows 98. If,
after a program crash, the server does not run properly, you may need to
restore the data from backup.

If you have problems restarting the LoggerNet server after a program crash or
it crashes as soon as it starts, on Windows 2000, XP, and Vista systems make
sure that the LoggerNet server has not left a process running. You can check
this by going to the Windows Task Manager and selecting the Process tab. In
the list of processes look for the Toolbar or one of the client applications. If
one of these processes exists but the Toolbar is not running, select this process
and click “End Process”; you will be asked to confirm the end process.

2.4 Installing/Running LoggerNet as a Service

If you have LoggerNet Admin, you can install and run LoggerNet as a service.
The advantage of running a software application as a service is that the
software will run even when no user is logged in to the computer system. Some
users may desire to run LoggerNet as a service, so that in the event of a loss of
computer system power LoggerNet will resume data collection and scheduled
task activities when power is restored to the computer and it "boots up™.

LoggerNet Admin includes a Service Manager utility, which is used to install
and control LoggerNet when running as a service. The Service Manager is
opened from the Windows Start menu (Start | Programs | LoggerNet | Utilities |
Service Manager). The LoggerNet Server Status box at the top of the Service
Manager window indicates whether or not LoggerNet is installed as a service
and whether or not the service is running. When you first open the Service
Manager utility, if LoggerNet has not been installed as a service you will need
to select the Install button. Note that LoggerNet must be closed to install it as a
service. If it is opened, you will be prompted to close it before you can
continue.
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Once LoggerNet is installed as a service, you can use the Service Manager
utility to Start the service (or Stop it if it is enabled). The LoggerNet service
can be uninstalled by selecting the Uninstall button.

One caveat to running LoggerNet as a service is if LoggerNet uses system
resources (such as a COM port that is continuously open waiting for datalogger
call-back attempts) these resources will be unavailable to other applications
until the service is stopped.

Note that when running LoggerNet as a service, tasks being run by the Task
Master cannot interact with the desktop. Therefore, any tasks set up in the
Task Master should not require any user interaction.

If LoggerNet is installed as a service, the service must be running for
LoggerNet to run (either automatically or manually). You will be prompted to
start the service if you try to launch LoggerNet manually when the service is
installed but not running.

2.5 Special Note on Windows XP Service Pack 2
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With Service Pack 2, Microsoft has automatically enabled a firewall
application on each individual PC. This was done to protect PCs from
invasion by outside, unauthorized programs that may try to connect via a
socket using TCP/IP.

Remember, however, that LoggerNet is a client-server application that uses
TCP/IP as the link between clients and the server. This means that windows
such as Setup, Connect, Status, RTMC, etc., get their access to devices and
data only through the LoggerNet server. While, in the basic LoggerNet
installation most of these clients typically access the server on the same PC
(which will already be “behind” the PC’s local firewall), the server is capable
of distributing the same information to similar clients connected via TCP/IP
from anywhere in the world, revealing the true power of the client-server
design. If, for example, you want others to use RTMC or DataFiler (packaged
with LoggerNetData) to get data from your LoggerNet PC, you can enable this
remote connection by toggling a menu item on the Toolbar (Options | Allow
Remote Connections). This causes the server to open a socket on a specific
port (default is port 6789) to listen for requests for data from its clients. This is
usually quite safe since: 1) no other application should be trying to use this
port, and 2) the server will only respond to LoggerNet-specific messages on
this port (it will not run viruses or other unauthorized bits of code). If you
allow remote connections, however, the firewall in Windows XP SP2 will put
up a window telling you that it has blocked “Toolbar” and asking if you wish
to unblock Toolbar from Campbell Scientific. At this point, if you click
“Unblock”, Windows XP will make an exception for LoggerNet and you
should not have to unblock it each time you start it. You can reverse this
decision by opening the Windows Control Panel, selecting Windows Firewall,
and delete Toolbar from the list of exceptions.
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3.1 What is LoggerNet?

LoggerNet is a software application that enables users to set up, configure, and
retrieve data from a network of Campbell Scientific dataloggers and share this
data over an Ethernet communications network. This software application is
designed to run under Windows 2000, Windows XP, and Windows Vista.

LoggerNet software supports communication and data collection for Edlog
dataloggers including the CR500, CR510, CR10, CR10X, 21X, CR23X, and
CRY7 in any of their mixed-array, table data, or PakBus operating systems, and
the CRBasic dataloggers including the CR200/205, CR1000, CR3000, CR800,
CR5000, and CR9000.

The LoggerNet software is written using advanced “client-server” architecture.
The server software engine runs in the background handling all of the
datalogger communications. The server also takes care of storing the data and
providing information to manage the datalogger network. In turn, the client
applications connect to the server to access the information collected from the
dataloggers.

One significant benefit of the software design is that some of the client
applications (RTMC, for instance) can be run on any computer that connects to
the main computer by a TCP/IP network connection. Some examples of these
networks are Local Area Network (LAN), Wide Area Network (WAN), or the
Internet. If you have LoggerNet Admin or LoggerNet Remote, any of the
client applications can log on to a remote LoggerNet server. Another benefit is
the efficiency that is gain, since several client applications can simultaneously
request and receive information from the software server.

LoggerNet is an ideal solution for users wanting a reliable data collection
system that is also flexible enough to meet a variety of needs.

3.1.1 What Next?

The ultimate goal with most datalogging applications is to retrieve data to a
computer for further analysis and manipulation. Now that you have installed
LoggerNet on your computer, how do you reach that goal?

The first step is to set up a communication link between your computer and the
datalogger station. This step may also include the configuration of peripheral
communication devices. Next you'll need to develop a program for the
datalogger, and then send the program to the datalogger and ensure that
measurement results are viable. Once the datalogger has been storing data for
a period of time, you will want to collect that data and store it to a file on your
computer for further analysis.
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LoggerNet provides the tools to accomplish these steps, as well as tools to
resolve problems along the way if they should arise. The remainder of this
section briefly reviews the steps and the various tools that can be used to
accomplish them. More detailed information is provided in the subsequent
sections of this manual.

3.2 Overview of Major LoggerNet Functions and
Associated Software Applications

3.2.1 The Heart of it All — LoggerNet Toolbar

The LoggerNet Toolbar has several functions. The most important is starting
the server that handles all communications with the dataloggers in the network.
As long as the Toolbar is running, either visible or minimized, the server is
working and able to communicate with the dataloggers. Shutting down the
Toolbar also shuts down the server and suspends all communications with the
dataloggers in the network.

When you run LoggerNet from the Window's Program menu or from a desktop
shortcut, you are launching the LoggerNet Toolbar. Some buttons on the
Toolbar launch applications that connect to the server and allow you to set up
the network or view the collected data. Other buttons launch stand-alone
applications to perform other functions, such as program editing.

LoggerNet's client-server design allows client applications to be run on the
same computer as LoggerNet, or on remote computers running
LoggerNetData, LoggerNet Admin, or LoggerNet Remote. Note that the
LoggerNet Toolbar must be up and running (or LoggerNet must be running as
a service) and Remote Connections must be enabled for remote computers to
access a LoggerNet server. For additional information on Remote
Connections, refer to Section 13.1.

3.2.1.1 Toolbar Customization
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When LoggerNet is installed, the Toolbar is configured with buttons for the
applications that are most likely to be needed by the majority of users --
EZSetup, Setup, Connect, Status, Edlog, Short Cut, CRBasic, Split, View,
RTMC, and PakBus Graph. Additional applications are shipped with
LoggerNet that can be accessed from the Toolbar's File | Open menu. One or
more of these applications can be added to the Toolbar, or existing applications
can be removed from the Toolbar, by selecting Options | Configure Buttons.
This will open a list showing all available applications. Select or clear the
checkbox beside each application name to add or remove it from the Toolbar,
respectively.

In addition, the size and orientation (horizontal or vertical) of the Toolbar can
be changed by selecting a corner of the Toolbar and dragging it to a new size.
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3.2.1.2 Toolbar Menus

As noted above, the File menu has an Open item that can be used to launch a
LoggerNet application. The program can also be closed (File | Exit) from this
menu, or you can close it by selecting the X in the upper right corner of the
Window.

The Tools menu provides access to the network test and troubleshooting tools.
These tools, which can also be accessed from other places in the program,
include the Troubleshooter, PakBus Graph, and LogTool. The Options menu
is used to configure the Toolbar, enable/disable Remote Connections, or select
an alternate language for the LoggerNet user interface. All of these tools and
functions are discussed in detail elsewhere in this document.

3.2.1.3 Command Line Arguments

Command line arguments allow you to change LoggerNet's default behavior
when it is started from a shortcut.

Currently, there are four command line arguments:

/WorkDir Sets the working directory to something other than the default.
Usage:

"C:\Program Files\CampbellSci\LoggerNet\ToolBar.exe"
/WorkDir=C:\CampbellSci\test

where ""C:\Program
Files\CampbellSci\LoggerNet\ToolBar.exe" is the directory and
filename for the LoggerNet Toolbar (which essentially is the
LoggerNet server) and C:\CampbellSci\test is the working
directory to be used.

M Launches LoggerNet in a minimized state. Usage:
"C:\Program Files\CampbellSci\LoggerNet\ToolBar.exe" /m
[IPPORT=XXXXX Causes the server to use port XXXXX for TCP/IP
communications with clients. Handy if some other software is
using the default port of 6789. Usage:
"C:\Program Files\CampbellSci\LoggerNet\ToolBar.exe" /ipport=12345
/TOOLBARPORT=YYYYY  Causes the ToolBar to use port YYYYY for
TCP/IP communications with the programs it launches, such as
Setup, Connect, Status, Edlog, CRBasicEditor, etc. The ToolBar
communicates with these other programs to cause them to
minimize, restore, close, etc. Handy when other software is using

the default port of 8005. Usage:

"C:\Program Files\Campbellsci\L oggerNet\ToolBar.exe" ftoolbarport=12346
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3.2.1.4 Alternate Language Support

NOTE

Certain LoggerNet clients can display the user interface component text (for
buttons, dialog boxes, etc.) in a language other than English if a separate
LoggerNet language package has been installed. If a language package is
installed on your machine, you will see the language in the list for the
Languages menu (Options | Languages). When a new language is chosen, the
Toolbar will immediately reflect the change. Opened clients will not reflect the
change until they are closed and reopened.

Applications that support alternate languages are EZSetup, Setup, Connect,
Status Monitor, TroubleShooter, Task Master, PakBus Graph, and the Device
Configurator.

Available alternate language packages are provided by Campbell
Scientific's international representatives or on the CSI web site.
They are not included in a standard LoggerNet installation.

3.2.2 LoggerNet Admin/LoggerNet Remote

NOTE

LoggerNet Admin and LoggerNet Remote add functionality to aid in the
management of networks. One of these additions is the ability to access a
LoggerNet server from a remote computer. To do this, you need to “log in” to
the remote server. All of the standard LoggerNet clients that are capable of
accessing remote servers (such as Setup, Connect, or Status) include a Server
Selection dialog box under the application’s File menu. This allows the user to
specify the TCP/IP address, as well as a user name and password if security is
enabled, for the remote server.

The Task Master is available only in LoggerNet Admin. It
cannot be used to connect to a remote LoggerNet server.

LoggerNet Admin and LoggerNet Remote also have the ability to launch more
than one of the same client screen. In LoggerNet, you can open only one client
window at a time. In LoggerNet Admin/LoggerNet Remote, if Launch
Multiple Clients is selected on the Toolbar’s Option menu, you can open two
or more of the same window. For instance, you can open one Connect window
and connect to datalogger A, and open a second Connect window and connect
to datalogger B.

3.2.3 Setting Up Datalogger Communication Networks

Network setup tools allow you to define and configure the dataloggers in the
network, how they are connected to the computer, and what data should be
collected. These tools include the EZSetup Wizard and the Setup window.
Either can be used to set up the datalogger communication network.

The EZSetup Wizard provides a simple step-by-step sequence of screens, with
on-screen help and many pre-set values that make it easy to add a new
datalogger and communications devices to your LoggerNet network. You start
with the type of datalogger you wish to add, and then enter the settings for the
communications devices used to reach it, ending with a communications test
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and an opportunity to set the clock, send a program, and set up an automatic
data collection schedule. The relevant devices are added to LoggerNet’s
network map, enabling you to subsequently edit them in the conventional
Setup window, if necessary.

The Setup window accomplishes the same tasks, but allows you a bit more
control when setting up your network, and allows for more complex network
configurations.

A standalone tool, the Device Configurator, or DevConfig, uses a direct serial
port connection to set the settings in a device (such as the PakBus address or
routing information for a datalogger, or RF400 radio information) so that
LoggerNet can communicate with it. It can also be used to send a new
operating system to devices that accept a downloadable OS. DevConfig
supports all CSI dataloggers, as well as configurable communication devices
such as RF400 radios, MD485s, and NL100s.

LoggerNet also ships with a command line scripting tool, CoraScript, which
can be used to configure the datalogger network from a command prompt.
LoggerNet’s Backup Network and Restore Network tools are useful for
backing up the entire datalogger network (refer to Section 2.3.2).

3.2.4 Real Time Tools

LoggerNet's real-time tools are used to connect to a datalogger, set the clock
and send a program to the datalogger, and view the data being collected from
the datalogger by the LoggerNet server. These tools include the Connect
window and RTMC.

The Connect window is used primarily for initializing or checking operation of
a datalogger and manually collecting data. This screen provides near real-time
communication with a datalogger. Utilities are available for sending programs
to or retrieving programs from a datalogger, checking or setting a datalogger
clock, and getting status information from the datalogger. There are windows
for displaying data either graphically or in numeric format, as well as setting
input locations, ports, and flags. You can also manually retrieve data in
various formats, and communicate with a datalogger in terminal emulation
mode.

RTMC is used to for real-time data displays of the data collected by the
LoggerNet server. You can create customized graphic displays that include
graphs, tables, dials, alarms, digital values and other graphic elements. These
displays automatically update when LoggerNet collects new data. Graphical
elements are also available for toggling ports or flags, or setting input locations
(or variables) in a datalogger. The displays created in RTMC can be
distributed to other users who have licenses to run RTMC Run-time software
(purchased separately). This allows a remote computer, accessible via TCP/IP,
to connect to the LoggerNet server and display the real-time data.

3.2.5 Network Status and Problem Solving

Since communications invariably fail at some point, LoggerNet includes
several tools to pinpoint where the problem lies.

3-5
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The Status Monitor is used to monitor the health of datalogger network
communications. The integrity of the communications link can be verified
quickly from the color of the status icon for each device. A Communications
History graphic shows the success of communications over the last 12 hours.
Columns can be set up to display detailed statistics on communications quality
and data collection. For troubleshooting purposes, The LogTool application is
available to view operational log messages for the server as well as the low-
level communication between the datalogger and the server. A Comm Test
window and PakBus Graph can also be launched from the Status Monitor.

Troubleshooter is used to identify possible problems disrupting
communications or data collection. You can narrow the display to one or a
few devices, or expand it to view the entire network. Finding a problem, you
can launch a separate Communications Test utility, open the server logs, or
launch PakBus Graph. Problems are highlighted in different colors to indicate
levels of severity.

PakBus Graph provides a graphical display of a PakBus network, and quick
access to the PakBus settings in LoggerNet and other PakBus devices. PakBus
is a packet-switched protocol developed by Campbell Scientific that facilitates
communications between PakBus-capable devices, including dataloggers,
some communications peripherals (NL100s, RF400s, etc.), and LoggerNet
itself. Among the advantages of PakBus are: more robust communications due
to packet-based communications, multi-threading of communications (e.g., you
can use a keyboard/display at the same time as a PC is collecting data via
telecommunications; or two PCs can request data from a datalogger at the same
time), peer-to-peer communications (PakBus dataloggers can send to or
request data from other PakBus dataloggers without a PC involved), and
dynamic routing (PakBus devices can be configured as “routers” and learn
about the presence of other PakBus devices or alternative routes to those
devices as they come on line or routes change).

In addition to these tools, a Troubleshooting guide is provided in this manual.
Refer to Section 15.

3.2.6 Network Management Tools
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LoggerNet Admin includes some tools which are useful when managing large
networks, or when you need to manage networks with several users.

The Service Manager is a utility that allows you to install and run LoggerNet
as a service. Refer to Section 2.4 for additional information.

The Security Manager allows a LoggerNet network administrator to set up
accounts for each user on a system, and then allow each user access rights to
LoggerNet under one of five levels of security. The Security Manager is
available only with LoggerNet Admin or LoggerNet Remote. Refer to Section
12 for details.

The Hole Monitor utility is used to monitor the hole collection activity in
LoggerNet. Holes are instances in the data cache where records are missing.
Holes are most often seen in large RF networks where data is being collected
via a data advise operation.
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3.2.7 Creating and Editing Datalogger Programs

NOTE

LoggerNet offers two programs editors (one for CRBasic datalogger programs
and one for Edlog datalogger programs), and a program generator (which
supports both programming language types).

For straightforward “measurement/control/data storage” datalogger programs,
the Short Cut program generator is an excellent choice for datalogger program
creation. Short Cut prompts you for the type of datalogger, scan interval,
sensors to be measured (including those on multiplexers and other peripherals),
and desired final storage output. It then creates the program for you, along
with a wiring diagram showing how each of the sensors should be connected to
the datalogger. Short Cut’s resulting programs can even be imported into
Edlog or CRBasic Editor when you want to get a head start on more elaborate
programs. Short Cut is also available from the Campbell Scientific website
(www.campbellsci.com) so you can update it with newer sensor files as they
become available.

While Short Cut programs can be imported into Edlog or the
CRBasic Editor, once they have been edited in one of these
programs, the modified program cannot be imported back into
Short Cut.

Edlog is the tool to create and edit datalogger programs for all Campbell
Scientific dataloggers except the CR200/205, CR1000, CR3000, CR5000,
CR800, and CR9000. Instructions are available for sensor measurement,
intermediate processing, program and peripheral control, and data storage. The
built-in precompiler provides error checking and warns of potential problems
in the program. For Edlog dataloggers with PakBus operating systems, you
can include settings for PakBus routing in the datalogger program itself.

The CRBasic Editor is a program editor for the CR200/205, CR1000, CR3000,
CR800, CR5000, and CR9000 dataloggers. Instructions are included for
sensor measurement, program and peripheral control, data storage, and peer-to-
peer data transfer. The editor checks for program validity and offers many
user-configurable options to make editing long programs easier.

For those users of CR10X or CR510 dataloggers and Edlog programming who
are switching to CR1000 dataloggers (or CR23X users switching to CR3000
dataloggers), a Transformer utility has been developed. The Transformer,
which is a stand-alone utility launched from the Windows Start menu, reads in
an Edlog CSI or DLD file and generates a CRBasic program file. The two
files are displayed side-by-side for comparison purposes; double-click an
instruction in the Edlog program, and the associated instruction is highlighted
in the CRBasic program. Edlog program instructions that cannot be converted
directly to a CRBasic program instruction are listed in a Messages window and
are included as commented text in the CR* file. After conversion, the newly
created CR* file can be opened in the CRBasic Editor for further editing.
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3.2.8 Working with Data Files

LoggerNet includes applications that allow you to view and process the data
collected from the dataloggers. These include the file viewer, View, a report
generation tool, Split, and CardConvert (a binary data file file converter).

View is used to inspect data files, from either mixed-array or table data
dataloggers. The data is displayed in either comma-separated or tabular format
by record or array. A graph can be displayed to show one or two columns of
data, and you can zoom in on individual points for detailed date/time markers
or values. You can also print graphs.

Split is used to post process and generate reports from collected data files from
either mixed-array or table-based dataloggers. Traditionally it has been used to
separate mixed-array data files into individual files based on the array ID, but
it can also create files in custom formats for use in reports or as input to other
data applications, including converting mixed-array datalogger time stamps
(year, Julian day, Hour/Minute) to more conventional date/time stamp formats.
Split includes time series function, which can be used to provide summary
information from more frequent data (e.g., hourly summaries from one-minute
data).

The CardConvert file converter is used to convert TOB1, TOB2, and TOB3
files to TOAS format (TOB2/TOB3 files can also be converted to TOB1
format). TOB files are binary files that are either created by LoggerNet during
collection or are collected directly from a compact flash or PCMCIA card
installed in a CRX000 datalogger. A command line file converter is also
included in LoggerNet. (Refer to Appendix B for additional information on
File Formats.)

3.2.9 Automating Tasks with Task Master

The Task Master is used to set up a Task that can be triggered on a defined
schedule or upon a data collection event from a datalogger. A Task can be
data collection from another datalogger, or anything that can be executed in a
computing environment (i.e., a command line operation, a program executable,
a batch file, or a script).

3.2.10 Managing External Data Storage Devices
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The Storage Module Software (SMS) handles configuration, data retrieval, and
datalogger program management with Campbell Scientific-formatted PC cards
or Campbell Scientific storage modules. This program supports the
SM192/716 and SM4M/16M storage modules along with the CSM1 or MCR
card reader, or (for Windows 98) a PCMCIA card slot installed on the
computer.
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CardConvert is used to retrieve binary data from a compact flash or PCMCIA
card, convert it to an ASCII or binary file, and save it to disk. CardConvert
supports binary data generated by CRX000 dataloggers.

The File Control functionality, accessed from the Connect window, can be
used to manage files created by CRX000 dataloggers on other, non proprietary
formatted, PC cards.

3.2.11 Optional Client Products Compatible with LoggerNet

3.2.11.1 LoggerNetData

LoggerNetData consists of client applications that can be installed and run
from a remote computer connected by TCP/IP to the computer running
LoggerNet. This connection could be a local area network (LAN) or the
Internet. LoggerNetData provides you with tools to remotely monitor
collected data, retrieve data, and view or process it on the remote PC.

The applications included with LoggerNetData are RTMC, View, Split, and
DataFiler. RTMC, View, and Split are described above. DataFiler is an
application used to collect data from LoggerNet's data cache, and store the
collected data to a file on a remote computer. DataFiler does not collect data
from a datalogger directly, but from the data cache. Therefore, data collection
must occur in LoggerNet (either by a scheduled or manual data collection), for
the data to be available to the DataFiler.

3.2.11.2 Data Display Clients

3.2.11.3 Baler

RTMC Run-Time is available separately from LoggerNet. It allows you to run
forms created in RTMC so that data can be displayed on a remote computer.

The RTMC Web Server is used to display RTMC forms in an HTML format.
Once the web server is in place, the only thing required to view the data is a
browser such as Internet Explorer or Netscape. For security reasons, the
displays are set as "read-only", so toggling a port or flag, or setting a value in
an input location, is not available.

RTDM is a stand-alone data display client that can display data from collected
data files or directly from the LoggerNet server. RTDM provides more
controls and greater flexibility than RTMC; however, it also has a somewhat
steeper learning curve. RTDM can output images of a display at regular
intervals, which can then be incorporated into html pages.

The Baler is another remote data retrieval client that creates "bales" of files
based on the date and time stamp of the collected data, and stores those files on
the remote PC. The individual baled files are saved to disk using part of this
date and time stamp for the name. The Baler differs from DataFiler in that it
stores files based on the date and time stamp in the data file, where DataFiler
collects and stores data based on the clock of the remote PC.
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3.2.11.4 PC-OPC, CsiOPC Server

PC-OPC is a client that can be run on a remote PC or the same PC as
LoggerNet. It makes data available from the LoggerNet server in an OPC
format. This allows use of the data by third party software applications that
communicate using the OPC protocol.

3.2.11.5 Software Development Kit

NOTE

PC-SDK, the LoggerNet Software Development kit, allows developers to
create custom applications to communicate with the LoggerNet server. The kit
includes three ActiveX controls that work with Visual Basic or Delphi, along
with a beginner's guide, programmer's reference, and examples. Note that the
SDK includes the development tools only; LoggerNet must be purchased
separately.

Access to the LoggerNet server by remote clients requires that
Remote Connections be enabled in LoggerNet. See Section
13.1.

3.3 Getting Help for LoggerNet Applications
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Detailed information on each application is included in subsequent sections of
this manual. Each application also has an on-line help system. On-line help
can be accessed by pressing the F1 key or by selecting Help from the
application's menu. Additionally, Edlog and CRBasic program editors have
context sensitive help that can be displayed by right-clicking an instruction or
parameter.

Popup hints are available for many of the on-screen controls. Let the mouse
pointer hover over the control, text box or other screen feature; the hint will
appear automatically and remain visible for a few seconds. These hints will
often explain the purpose of a control or a suggested action. For text boxes
where some of the text is hidden, the full text will appear in the hint.



Section 4. Setting up Datalogger
Networks

The EZSetup Wizard and the Setup Screen provide ways to create and maintain the
communications link and data collection schedules for a network of dataloggers. The
EZSetup Wizard is a tool that walks you through the setup step-by-step. In the Setup
window, you add devices and configure their settings on your own. Either task will result
in a network map showing all of the devices and communications links to reach the
datalogger stations.

The Device Configurator, or DevConfig, is a stand-alone tool that can be used to configure
settings in the dataloggers themselves, as well as in communication devices such as RF400
radios or NL100s.

4.1 EZSetup Wizard

The EZSetup Wizard is automatically displayed when LoggerNet is run for the
first time (after the initial launch, it can be opened from the Toolbar). It was
designed to walk you through the setup and configuration of your datalogger
network. As you work through the steps for the Wizard, each screen has fields
that are completed with the pertinent information about your station. In
addition to setting up a new station, the EZSetup Wizard can be used to edit an
existing station.

The EZSetup Wizard starts with the page shown below.

EZ5etup Wizard - CR1000 [ CR1000 )

—Progress— | Introduction

=p=Introduction

Commiunication Setup The EZSetup wizard will guide vou
through the process of setting up
your datalogger. Follow the
ihstructions given and uze the
Previous and Mexst buttons below to

navigate through the wizard,

Datalogger Settings
Setup Summary
TG M UCES Click Mext to continue.

Datalogger Clock

Send Program
[rata Filez
Scheduled Collection

Wizard Complete

Q/ Eitiisty | x LCancel |

? Wwizard Help < Erevious
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Subsequent pages are similar. Previous and Next buttons are provided to move
through each step of the wizard. Progress is shown by the red arrow next to
each step displayed at the left. Field descriptions and helpful tips are displayed
on the wizard page. If additional help is needed, the on-line help can be
opened by pressing the Help button on the bottom right of each page.

In the Communication Setup step you first select the datalogger type and give
it a name. (This name will also become the default file name for data files
collected from that datalogger.) Next you choose which of the possible
communications media are supported for that datalogger. The EZSetup
Wizard will display the serial ports (COM ports) known to your Windows
operating system. You then choose whether the connection is a direct RS232
connection or via some communications peripheral. EZSetup Wizard fills in
as many communications settings as possible; in many cases you can use the
default settings. It also provides fields for user-entered communications
settings such as phone numbers and RF radio addresses.

The Datalogger Settings step is provided for fine tuning the connection to the
datalogger. The baud rate offered is typically the maximum baud rate
supported by that datalogger and communications medium; lower rates may be
required for cell phones or noisy telephone links. Enter a Security Code only
if the datalogger is configured — via the keyboard/display or settings in the
datalogger program — to use it.

The Setup Summary step provides a list of the settings entered. You can use
the Previous button to return to a page and change these settings if necessary.

The Communications Test step allows you to test the communications link
before going any further. If the datalogger is not installed, you can skip this
and the next two steps.

If communication succeeds, you can move to the Datalogger Clock step where
you can check or set the datalogger’s clock to match the PC’s system time. If
the datalogger is in a different time zone, you can enter an offset in hour units.

The Send Program step allows you to send a program to the datalogger. This
may be a program you created with Short Cut, Edlog or the CRBasic Editor or
a program supplied by someone else. If it is a mixed-array datalogger, and the
datalogger is already running a program, you should associate the .DLD file so
that LoggerNet will use the labels for input locations and final storage.
Dataloggers with table-based operating systems (TD, PakBus, and CRx000)
will know their program if one is running and will provide table definitions
that contain the labels. If you don’t have a program for the datalogger you can
skip this step and send a program later from the Setup window or Connect
window.

The Data Files step is where you define what data tables, or final storage areas,
should be collected by LoggerNet and saved to disk. If you used the EZSetup
Wizard to send a program to a table-based datalogger, the software will already
be aware of the data tables that exist in the datalogger. If the program was
already loaded, or for some reason no tables are displayed, press the Get
Tables Definition button to retrieve the table names.
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The Data Files step also has an Enabled for Data Collection field. When
enabled, LoggerNet will collect that table or final storage area from the
datalogger on a manual or scheduled data collection attempt.

The Scheduled Collection step is where you can define a schedule on which
LoggerNet will automatically call the datalogger and collect data.

Once a datalogger station has been configured, it can be edited directly in the
Setup window, or you can edit it using the EZSetup Wizard. When editing in
the EZSetup Wizard, click the step on the left side of the Introduction page to
go directly to that step, or walk through each wizard page using the Next
button.

4.2 Setup Screen

Clicking the Setup button on the LoggerNet toolbar will bring up the Setup
Screen. The screen is divided into two parts: the device map (left side of the
screen) and the set up tabs (right side of the screen).

=4 Setup =] E3
File Edit Optionz Help

) - X > [ ol
Add Boot Add Delete Rename Hhde Heds
[=)- =gy ComPort
. &=y PakBusPart BB criooo: cRioom
Hardware |S|:hedule| [rata Filexl Clock, I F'n:ugraml
E@ PhoneB ase —Standard
(=% PhoneRemate [ Communications Enabled
- CR10%_2
[+ Call-Back Enabled
PakBus Address 1
—Advanced
M aximumn Facket Size |1 oo
Security Code IU
Delay Hangup I 00 = 000 ms ﬁ
i | [Eamze] |
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The number of tabs will vary, based upon the type of device that is selected.
Some devices may have only a hardware tab, which other devices, such as
dataloggers, have multiple tabs.

4.2.1 Adding Devices to the Network

Devices are added to the device map in the order that they appear in your
communications link. Let's assume that your server computer is connected to
the datalogger via a telephone modem. You would first add a ComPort, then
the telephone modem, the remote phone modem, and the datalogger.

To add a ComPort to the network map either right click in the blank area of the
network map, click the Add Root button, or choose Edit | Add Root. Once the
ComPort is in place you can click the Add button or choose Edit | Add from
the menu to bring up the Add Device window.

5 Add |
Select a device to add to
ComPort_2

CR500
CRA10
CR10
CR10

21%

CR23
CR7
CRAa000
CR39000
CRE10TD
CR10T
CRIO=TD
CR23<TD
Phonel aze
RFE aze
D36 aze
Eenemc
RF9aT
PakBuzPaort [Other Loggers)
RF400

The contents of the Add Device window will change as each device is added to
the network map. Only those devices that are valid components to add to the
last device added will be shown. Continue to add devices in this manner until
your network map is complete.

An alternative to the Add Device window is to press the right mouse button
while your cursor is on a device within the main device map window. A
shortcut menu like the one shown below will appear that will provide a list of
valid devices for connection to the device you have right clicked. For instance,
if you right click within the white space of the device map, the list will present
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options for root devices such as ComPorts or IPPorts. When you right click a
ComPort, only valid connections for ComPorts will be presented.

CRE00
CRE10
CR10
CR10
21
CRZ3=
CR7=
CR5000
CRS000
CRE10TD
CR10T
CRI10=TD
CR23=TD
PhoneBaze
RFBaze
MD9Baze
Genernc
RFSET
PakBusPart [Other Loggers]
RF400

To delete a device from the network map select the device and either click the
Delete button or select Delete from the Edit menu. This will delete the device
and any devices that were connected below it. A keyboard shortcut Ctrl+D
will also delete the selected device.

4.2.2 Applying Changes, Undo and Redo

The device map is not saved or entered in LoggerNet until you click the Apply
button at the bottom of the screen. You can build a complete network and set
up the configurations for all of the devices without applying. However, it is a
good idea to build the network map in stages and periodically apply changes.
If there is a problem with the computer, any changes that have been applied
have been saved and will not have to be entered again.

Changing the network map or any of the device settings enables the Undo
button. Clicking the Undo button will roll back each change in reverse order
to the originally saved network and settings. If you undo a change and really
wanted to keep it, you can click the Redo button and restore the change.

Once the changes to the network map and device settings have been applied,
they can no longer be rolled back or restored using the Undo or Redo button.

Clicking the Cancel button before changes are applied will undo all of the
changes to the network map and settings, and restore the saved configuration.
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4.2.3 Renaming Network Devices

The names of all of the devices can be changed as desired. Rename a device
by selecting the device and either clicking again with the left mouse button on
the selected device, clicking the Rename Device button, or going to the menu
item Edit | Rename. The name of the selected device will change to a text edit
box and the new device name can be entered. Valid names consist of letters,
numbers and the underscore (_). The device name must be unique in the
network and the first character must be a letter.

Device names can reflect a location, layout, or physical location of network
devices. Think carefully when naming the devices since these names are used
throughout LoggerNet to refer to the devices.

4.2.4 Device Settings

4.2.41 ComPort

When you highlight any device on the network shown on the left side of the
Setup window, configuration tabs appear on the right side with the relevant
settings. These settings are different for different devices and are described in
detail below. Some of the tabs have a Standard section and an Advanced
section. The Standard section contains information that must be reviewed to
ensure it matches the settings for the device. The Advanced section contains
settings that can be left at the default for most applications.

As with changes to the network map, the changes made to the device settings
are not used until they have been applied.

The ComPort (or serial port) has only a Hardware tab to configure.

Standard

Communications Enabled - Before communications can take place, all
devices in the communications chain must be enabled. The default setting for
this check box is Enabled.

ComPort Connection - This field designates the communications port through
which you will be connecting to the datalogger. Select the arrow to the right of
the field with a mouse to display a list containing the ComPorts that are set up
on your computer.

Advanced

Call-back Enabled - Enabling call-back tells LoggerNet to watch for a call-
back from the datalogger on this port. If there is a phone modem attached it
will be set to accept incoming calls.

Extra Response Time - LoggerNet is preconfigured to allow time for
responses based on type of device and baud rates. In this field, specify only
the additional time that LoggerNet should delay before terminating the
communications link if there is no response from the serial port. Additional
time may be needed in instances where the communications link is noisy or
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network traffic is heavy. If extra response time is needed, it is typically set to
1 or 2 seconds.

Delay Hangup - The amount of time, in milliseconds, that LoggerNet should
delay before hanging up the link to the device. If a new command to the
device is issued before the delay has expired, communication will not be
terminated.

COM Port Communication Delay - The amount of time, in milliseconds, that
LoggerNet will wait after opening a communication port and before sending
data to the device. This can be useful when addressing drivers that require a
short delay before accepting data (such as an IRDA port driver).

NOTE LoggerNet waits a certain amount of time for a response from
each device in a communications path. The extra response times
defined for the communications link are cumulative. Therefore,
the amount of time spent waiting for a device to respond is the
sum of all Extra Response Times defined, plus the default
response time for each device in the link. Add only the
minimum time necessary since very long response times can
delay other scheduled events while waiting for a device that is
not responding.

4.2.4.2 IPPort (Internet Protocol Serial Port)

Like the standard serial port, configuration for the IPPort has only the
Hardware tab. Following is an explanation of each of the fields on this form.

Standard

Communications Enabled - Before communication can take place, all devices
in the chain must be enabled. When this box is selected, the Internet protocol
serial port is enabled for communication.

Internet IP Address - In this field, enter the TCP/IP address and port through
which LoggerNet will communicate with the datalogger network. The address
is entered in the form ##H ## #HHE ##HE. (Alternately, a valid machine name
can be entered.) The port is in the form of :####. A typical entry might be
123.123.123.123:1024.

Advanced

Call-back Enabled - Enabling call-back tells LoggerNet to watch for a call-
back from the datalogger on this port.

Cache IP Address - When selected, once the DNS is resolved LoggerNet will
cache the IP address for future use. Caching the IP address can reduce the
amount of time it takes to establish communication. In most instances, this
check box should be enabled (the default), unless the target address must be
resolved through dynamic DNS.

4-7



Section 4. Setting up Datalogger Networks

4-8

NOTES

TCP Listen Only - When selected, LoggerNet will never attempt to make an
outgoing TCP Link on this IPPort. It will only listen for an incoming TCP
call-back. This option is useful for a datalogger doing TCP call-back from
behind a firewall. In this case, it is not possible to create a TCP connection
from LoggerNet to the datalogger and any time spent attempting to do so will
be wasted and may result in missing incoming connection attempts.

Extra Response Time - In this field, specify the additional time that
LoggerNet should delay before terminating the communications link if there is
no response from the IPPort. Additional time may be needed in instances
where the communications link is noisy or network traffic is heavy.

Delay Hangup - The amount of time, in milliseconds, that LoggerNet should
delay before hanging up the link to the device. If a new command to the
device is issued before the delay has expired, communication will not be
terminated.

IP Port Used for Call-back - If call-back is enabled for the IP port, enter the
port number that LoggerNet should open and monitor for incoming call-back
messages.

AirLink Device ID - If an AirLink modem is being used, enter the Device ID
setin it. By default, this is the 11-digit Electronic Serial Number of the device.

When entering the IP address, do not use leading zeros for the
address numbers. For example use 123.123.2.34 instead of
123.123.002.034.

LoggerNet waits a certain amount of time for a response from
each device in a communications path. The extra response times
defined for the communications link are cumulative. Therefore,
the amount of time spent waiting for a device to respond is the
sum of all Extra Response Times defined, plus the default
response time for each device in the link. Add the minimum
time necessary since very long response times can delay other
scheduled events while waiting for a device that is not
responding.

4.2.4.3 TAPIPort (Telephony API)

The TAPI port uses the phone modems that have been installed and configured
in Windows. This eliminates the need for LoggerNet to specify the modem
type or work with initialization strings. Like the standard serial port,
configuration for the TAPI port has only the Hardware tab. Following is an
explanation of each of the fields on this form.

Standard

Communications Enabled - Before communication can take place, all devices
in the chain must be enabled. When this box is selected, the Internet protocol
serial port is enabled for communication.
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TAPI Line — Select the modem you want to use for communication. The
modems listed are defined by Windows as part of the computer’s Modem
Setup. All of the parameters for the modem, including the baud rate have to be
set using the Windows Modem Setup dialog. If you are using the same modem
for dialup access you may have to change the settings for the different
applications.

Advanced

Call-back Enabled - Enabling call-back tells LoggerNet to watch for a call-
back from the datalogger on this port. If there is a phone modem attached it
will be set to monitor for incoming calls.

Extra Response Time - In this field, specify the additional time that
LoggerNet should delay before terminating the communications link if there is
no response from the IPPort. Additional time may be needed in instances
where the communications link is noisy or network traffic is heavy.

Delay Hangup - The amount of time, in milliseconds, that LoggerNet should
delay before hanging up the link to the device. If a new command to the
device is issued before the delay has expired, communication will not be
terminated.

NOTES To communicate with dataloggers using the TAPI modem you
have to set the baud rate to match the communication capability
of the devices in the link. If you are using COM200 modems,
the baud rate must be set to 9600 on the TAPI modem. For use
over cell phone modems 1200 or 4800 baud may be required.

LoggerNet waits a certain amount of time for a response from
each device in a communications path. The extra response times
defined for the communications link are cumulative. Therefore,
the amount of time spent waiting for a device to respond is the
sum of all Extra Response Times defined, plus the default
response time for each device in the link. Add the minimum
time necessary since very long response times can delay other
scheduled events while waiting for a device that is not
responding.

4.2.4.4 Datalogger

Dataloggers have several different tabs. Similar to the serial port, a hardware
tab is completed to specify communications settings. There are also tabs to
define the data to be collected, how often data should be collected, whether to
automatically update the datalogger’s clock, and a tab to send a program. Note
that not all dataloggers will have all the settings described below.
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4.2.4.4.1 Hardware Tab

Standard

Communications Enabled - Before communication can take place, all devices
in the chain must be enabled. When this box is selected, the datalogger is
enabled for communication.

Call-back Enabled - Enabling call-back tells LoggerNet to watch for a call-
back from this datalogger. The parent PakBus port will be set up to receive
incoming calls.

Maximum Time On-line - A time limit can be set for the length of time
LoggerNet will stay connected to the datalogger on any scheduled call. Once
this time limit has been exceeded, communications with the device will be
terminated. Setting the time to zero will disable this time limit. This setting
can be set to zero for most communications links without serious repercussion.
However, with phone modem communication you may wish to leave this
setting at the default of 10 minutes, to avoid costly phone bills.

Maximum Baud Rate - Select the arrow to the right of this field to choose a
maximum baud rate for communication with this datalogger. Note that the
actual rate of communication may be limited by the capability of other devices
in the communications chain.

PakBus Address — Each device in a PakBus network has a unique address.
Valid addresses are 1 through 4094. 4094 is a broadcast address, and is
therefore reserved for the LoggerNet PC.

Advanced

Extra Response Time - In this field, specify the additional time that
LoggerNet should delay before terminating the communications link if there is
no response from the datalogger. Additional time may be needed in instances
where the communications link is noisy or network traffic is heavy.

Maximum Packet Size - Data is transferred in "chunks" called packets. For
most devices the default value is 2048 byes. The value entered in this field can
be changed in 32 byte increments. If a communications link is marginal,
reducing the packet size may improve reliability.

Security Code - A datalogger can have a security code to restrict access to the
datalogger. This helps prevent inadvertent changes to the datalogger’s program
or memory. A valid security code is any four digit, non-zero number. The
security code is set by the datalogger program, through a keyboard display, or
the remote keyboard utility. If a datalogger program that sets or changes
security is loaded into the datalogger, the Security Code in LoggerNet must be
changed to match so that the server can access the datalogger. (Security is not
available in the CR5000, CR9000, and CR200 Series dataloggers.)

Call-back ID - Call-back is a mode supported by some dataloggers where an
instruction in the datalogger program can initiate a call to the computer. The
call-back ID is sent by the datalogger to identify itself when contacting the host
computer. LoggerNet uses this value to know which datalogger initiated the
call-back.
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NOTES

Delay Hangup - The amount of time, in milliseconds, that LoggerNet should
delay before hanging up the link to the device. If a new command to the
device is issued before the delay has expired, communication will not be
terminated.

Maximum Time On-line only applies to scheduled
communications. Using the Connect screen to connect to the
datalogger will stay connected until terminated by the user.

LoggerNet waits a certain amount of time for a response from
each device in a communications path. The extra response times
defined for the communications link are cumulative. Therefore,
the amount of time spent waiting for a device to respond is the
sum of all Extra Response Times defined, plus the default
response time for each device in the link. Add the minimum
time necessary since very long response times can delay other
scheduled events while waiting for a device that is not
responding.

Refer to your datalogger operator’s manual for complete
information on its security functions.

Additional Fields Available in LoggerNet Admin/LoggerNet Remote

Enable Automatic Hole Collection - When a data collection attempt is made
from a table-based datalogger, LoggerNet may not retrieve the data in the order
it was recorded by the datalogger. LoggerNet requests the most recent record
first and then back-fills the data. If a data packet is corrupted while being
transmitted, the server will discard this packet and request that it be sent again.
In the meantime, other packets of data may be received successfully.

This data collection method may create areas in the data cache where data is
missing. The discontinuity in the collected data is referred to as a hole. When
this check box is cleared, the communications server will not attempt to collect
these holes of data. If the check box is selected and therefore hole collection
enabled, data collection may be significantly slower as the server attempts to
query the datalogger for the missing data. A user must decide if it is more
important to view near real-time data as quickly as possible or to have a
complete, archived data set that can be used for further analyses.

Note that hole collection refers to data in the data cache. Data written to a
*.dat file will still be in the order stored by the datalogger.

Collect Via Data Advise - When this option is enabled, the first time data
collection is attempted with a table-based datalogger, the communications
server specifies to the datalogger which values to transmit. After this first
collection, the communications server asks for data only, but it does not
specify which data. This is considered Collection Via Data Advise. Collection
Via Data Advise is most often used with large RF networks.
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4.2.4.4.2 Schedule Tab

CAUTION

The Schedule tab defines when LoggerNet will automatically check the
datalogger for new data.

Scheduled Collection Enabled - This check box activates the data collection
schedule defined on this tab. No data will be automatically collected if the
schedule is disabled.

Apply to Other Stations - This button allows the schedule setup for this
datalogger to be copied to other stations in the network. Clicking the button
brings up a window that lists all of the dataloggers in the network. You can
select one or more dataloggers and then press OK to use the entered schedule.
To select more than one datalogger, hold down the Ctrl key while clicking the
dataloggers to select.

Base Date - The base date field is used to define the first date for scheduled
data retrieval. If the date entered in this field has already passed, a data
collection attempt will be made when the schedule is enabled and applied.

Base Time - This field is used to define the first time for scheduled data
retrieval. As with the Base Date field, if the time has already passed, a data
collection attempt will be made when the schedule is enabled and applied.
This setting is also used with the Collection Interval to determine the time data
collection will be performed.

Entering a zero for any of the intervals below will cause
LoggerNet to try and collect as fast as possible.

Collection Interval - This is the interval at which the datalogger will be
checked for new data. If this interval is set at 1 hour, new data will be
collected from the datalogger every hour.

Example: If the Base Date and Time are 1/1/99, 12:15 p.m., with an
interval of one hour, data collection attempts will be made at 15 minutes
past the hour, each hour.

Primary Retry Interval - If a data collection attempt is made but fails, you
can specify an interval on which another attempt will be made. This primary
retry interval starts at the time of failure, not on the original calling time and
interval. “Failures” may be caused by busy phone lines, noisy RF
environments, low batteries, damaged hardware, etc.

Number of Primary Retries - The number entered into this field is the
number of times the server will attempt to contact the datalogger on the
Primary Retry Interval. If all the collection attempts fail, then the server will
commence calling on the Secondary Retry Interval if it is enabled.

Secondary Retry Interval - If the secondary retry interval box is checked, the
specified interval is a calling interval that will be followed if all Primary
Retries fail. Data collection attempts will continue on the Secondary Interval
until a data collection attempt is successful, at which time, all retry statistics
are reset. The Secondary Retry Interval is based on the initial date and time
settings, not the time of the last failure. If the box is not checked the collection
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schedule will return to the normal collection schedule and continue through the
primary retry schedule until communications are restored.

Typical use is to set the Primary Retries fairly close together, and the
Secondary Retry at a longer interval. For instance, if you are calling on an
hourly basis, the Primary Retries might be set to three tries, spaced five
minutes apart. The Secondary Interval then might be set at 2 hours.

Collect Ports and Flags - If this box is checked, the current state of the ports
and flags is collected and stored in LoggerNet’s internal data cache. This
allows functions such as the Numeric Display and view ports and flags to get
updated data with scheduled data collection.

When the Server's Table Definitions are Invalid - This option determines
what action should be taken in the data cache during scheduled data collection
when LoggerNet determines that the table definitions it has stored for a table-
based datalogger and the table definitions actually in the datalogger do not
match.

e Automatically Reset Changed Tables - LoggerNet will reset (delete and
recreate) any tables that have changed. Unchanged tables will not be
reset. Scheduled data collection will continue without action from the
user.

e  Stop Collection Until Manually Updated - Scheduled data collection will
be halted until the user manually updates the table definitions (Setup
window, Data Files tab, Get Table Definitions button). At that time, the
user will be prompted to Merge or Reset the table definitions.

4.2.4.4.3 Final Storage Area 1 and 2 Tab (Edlog Dataloggers with Mixed-array Operating

System)

Mixed-array dataloggers include the 21X, CR500, CR510, CR10, CR10X,
21X, CR23X, and CR7. When the datalogger program stores data in a mixed-
array datalogger, the data arrays are stored in a final storage area. Some
dataloggers, such as the CR10X, have two final storage areas while others,
such as the 21X, have only one. This tab is used to define the output file name
and location, the data file format and other output options for the data stored in
the final storage area.

Enabled for Collection - The specified final storage area will be included in
the collected data if this box is checked.

Output File Name - This is the name and directory path for the output file
where the final storage data will be saved after being collected from the
datalogger during manual data collection from the Connect window or during
scheduled data collection.

Use Default File Name - Checking this box will set the collected data file

name to the default value, which consists of the name of the station and
number of the final storage area.

4-13



Section 4. Setting up Datalogger Networks

4-14

File Output Option - This option allows you to choose whether new data
collected from the station is appended to the data file, overwrites the old data
in the data file, or is not stored to a data file. The default option is to append to
the data file so the old data is not lost. If the data file is used only for a real-
time display or such that only the last data collected is needed, overwrite can
be used to replace the old data with the new collected data. If the data is only
going to be used within LoggerNet for display on the Connect Screen graph or
numeric display, or for RTMC, you can choose no output file and a limited
amount of data will be kept in LoggerNet’s internal data cache.

Output Format - Select the format for the output file.

— ASCII, Comma separated writes data to the file in ASCII text format
one record per line with commas between the data values. This file can be
opened in LoggerNet View, a text editor, processed using Split, or brought
into a spreadsheet application.

— ASCII, Printable writes data to the file in ASCII text format separated
into columns separated by tabs. The column number precedes each data
value in the record. Only 80 characters will be placed on each line,
columns that don’t fit the 80 characters are placed on the next line. This
file format can be opened in LoggerNet View, a text editor, or processed
using Split. See the example data file below.

01+0109. 02+2002. 03+0038. 04+1639. 05+15.00 06+13.20 07+24.79 08+073.9
09+269.0 10-1.000

01+0109. 02+2002. 03+0038. 04+1639. 05+25.00 06+13.20 07+24.79 08+073.9
09+279.0 10-.988

01+0109. 02+2002. 03+0038. 04+1639. 05+35.00 06+13.20 07+24.79 08+074.0
09+289.0 10-.946

01+0109. 02+2002. 03+0038. 04+1639. 05+45.00 06+13.20 07+24.79 08+074.0
09+299.0 10-.875

01+0109. 02+2002. 03+0038. 04+1639. 05+55.00 06+13.20 07+24.79 08+074.0
09+309.0 10-.777

01+0112. 02+2002. 03+0038. 04+1640. 05+0.000 06+13.20 07+24.79 08+074.0
09+074.1 10+1638. 11+18.00 12+13.19

01+0109. 02+2002. 03+0038. 04+1640. 05+5.000 06+13.20 07+24.78 08+074.0
09+319.0 10-.656

— Binary writes the data to a file in a binary format. The advantage of the
binary format is that it is more compact so the size of the file is much
smaller than for the ASCII based files. The disadvantage is that it’s
unreadable except using View or by post-processing with Split.

Collect Mode - The collect mode allows you to choose how much data to
collect when getting data from the datalogger.

o Data Logged Since Last Collection - When LoggerNet calls the
datalogger to collect data, it will try to get all of the data stored by the
datalogger since the previous call. If this is the first call to a datalogger
there might be a lot of historical data stored. When Collect All on First
Collection is checked, LoggerNet will collect all data in the datalogger the
first time data is collected. If Collect All on First Collection is not
checked, the first call to the datalogger will collect the number of arrays
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specified in the Arrays to Collect on First Collection field. This allows
you to avoid keeping communications tied up while all the historical data
is collected.

e Most Recently Logged Arrays - This option is used when you are
interested in only the most recently stored data. When this option is
selected you can specify how many arrays back from the most recent array
should be included when data is collected from the datalogger.

4.2.4.4.4 Data Files Tab (CRBasic Dataloggers, and Edlog Dataloggers with Table Data
and PakBus Operating systems)

Table-based dataloggers include the CR10T, CR510TD, CR10X-TD,
CR23X-TD, CR1000, CR800, CR3000, CR5000, CR9000, and CR200 Series.
Data output to final storage is stored as records in tables. The Data Files tab is
used to define what data tables will be collected from the datalogger, along
with the output file name and format.

Tables to be Collected - All of the available tables in the datalogger are listed
in the column on the left. If no tables are listed, click the Get Table
Definitions button. The tables selected for collection are shown with a green
check mark and the excluded tables are shown with a red ‘X’. Data from the
selected tables will be collected from the datalogger during scheduled data
collection. For a description of the built-in tables see Appendix B.3.

The individual tables can be highlighted by clicking the table name. The
settings on the right side of the window apply to the highlighted table. The
name of the highlighted table appears at the top of the settings. Double
clicking a table name will toggle collection of that table on or off.

Included for Scheduled Collection - If this box is checked the specified table
is included in data collection. This can be changed either by clicking the check
box or double clicking the name of the table in the list.

Output File Name - This setting defines the file name and path for the output
data file that contains the data collected from the datalogger. Clicking the
browse button ( ... ) at the right of the box will allow you to choose another
directory or file name for the collected data. The data from each table is stored
in a separate output file.

Use Default File Name - Checking this box will set the collected data file
name to the default value, which consists of the name of the station and the
name of the table.

File Output Option - This option allows you to choose whether new data
collected from the station is appended to the data file, overwrites the old data
in the data file, or is not stored to a data file. The default option is to append to
the data file so the old data is not lost.

If the data file is used only for a real-time display or such that only the last data

collected is needed, overwrite will replace the old data with the newly
collected data.
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If the data is only going to be used within LoggerNet for display on the
Connect Screen graph or Numeric Display, or for RTMC, you can choose no
output file and the data will only be kept in LoggerNet’s internal data cache
(see Appendix C.2 for more about the data cache).

Output Format - Select the format for the output file.

ASCII, table data, no header - The data is output with timestamp
and data values separated by commas with no header.

ASCII table data, short header (TOACI1) - The data is output in
Table Oriented ASCII format type 1 which has a two line header
and data formatted the same as the ASCII table format.

ASCII table data, long header (TOAS) - The data is output in
Table Oriented ASCII format type 5 which has a multi-line
header and data values separated by commas.

Binary table data (TOB1) - The data is stored in Table Oriented
Binary format type 1.

Array Compatible CSV — This option allows for the
customization of the output file. It is used most often to produce
files compatible with our mixed array datalogger types. When
this option is selected the Browse button to the right of the File
Format field becomes available. It launches a dialog box from
which to select the custom output options.

Collect Mode - The collect mode allows you to choose how much data to
collect when getting data from the datalogger.

e Data Logged Since Last Collection - When LoggerNet calls the
datalogger to collect data, it will try to get all of the data stored by the
datalogger since the previous call. If this is the first call to a datalogger
there might be a lot of historical data stored. When Collect All on First
Collection is checked, LoggerNet will collect all data in the datalogger the
first time data is collected. If Collect All on First Collection is not
checked, the first call to the datalogger will collect the number of records
specified in the Records to Collect on First Collection field. This allows
you to avoid keeping communications tied up while all the historical data
is collected.

e Most Recently Logged Records - This option is used when you are
interested in only the most recently stored data. When this option is
selected you can specify how many records back from the most recent
record should be included when data is collected from the datalogger.

Get Table Definitions — When this button is pressed, LoggerNet will query
the datalogger for its table definitions. This should only be needed the first
time connecting to a station or when the datalogger program has changed.
New table definitions will cause the previous output data file to be saved with
a different name and a new data file will be created to save the data.
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4.2.4.45 Clock Check/Set Tab

Time Zone Offset - A value can be entered into this field to set an offset for
the datalogger's clock from the server's clock, any time a clock set is performed
(manual or automatic). A positive value sets the datalogger’s clock ahead of
the PC’s clock; a negative value sets the datalogger’s clock behind the PC’s
clock. This may be useful if the server and the datalogger are in different time
zones.

Enabled — Select this box to automatically compare the datalogger’s clock to
the LoggerNet server PC’s clock based on the schedule defined by the other
parameters on this tab. If the datalogger's time differs from the server's time by
more than a specified amount, the datalogger's clock will be set to the server’s
time.

A separate call to the datalogger will not be made exclusively to process a
clock check. A clock check will be made when the server contacts the
datalogger for some other function.

Setting up a clock check may not be desirable. It is possible to end up with
missing data or duplicate data if the datalogger's clock is set forward or
backward enough to skip or duplicate a data storage event. Special
consideration should be given if the PC clock automatically adjusts for
Daylight Savings Time.

Refer to Section 4.2.6 for additional information on setting and checking the
clock.

Initial Date - The initial date field is used to define the date on which the first
clock check will occur. If the date entered in this field has already passed, the
datalogger's clock will be checked at the next scheduled data collection.

Initial Time - This field is used to define the time at which the first clock
check will occur. As with the Initial Date field, if the time has already passed,
the clock will be checked at the next scheduled data collection.

Interval - The interval at which a clock check should be performed is
specified in the Interval field. If this interval is set at 1 day, the datalogger's
clock will be checked daily, based on the initial date and time.

Allowed Clock Deviation - The Allowed Clock Deviation field is used to
specify the number of seconds the datalogger's clock can differ from the
server's before the server resets the datalogger's clock.

Check Clocks - Press this button to manually initiate a clock check of the
LoggerNet server and datalogger clocks. The two values are displayed in the
PC System Date/Time and Station Date/Time fields, respectively.

Set Station Clock - Press this button to manually set the clock to that of the
LoggerNet server.
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NOTE

4.2.4.4.6 Program Tab

The Allowed Clock Deviation setting will prevent a manual
clock set from being carried out if the difference between the
datalogger's and server's clocks is less than the specified
deviation.

The program tab displays the name of the program currently running in the
datalogger, if it is known by the LoggerNet server. Table-based dataloggers
store program information in the table definitions. If the table definitions have
been retrieved from the datalogger, LoggerNet should know the name of the
running program. However, mixed-array dataloggers do not store the program
name internally. LoggerNet is made aware of the program name and output
table information when a new program is sent, or when a DLD file that
contains this information is associated with the datalogger. To send a new
program to the datalogger, press the Send button. To associate a program
name with the datalogger, press the Associate button (associate applies only to
mixed-array dataloggers).

4.2.45 PhoneBase

The PhoneBase is a telephone modem connected to one of the server's
ComPorts to provide access to other devices in the datalogger network. The
PhoneBase has only the Hardware tab. This device must be properly installed
and configured in the operating system to use one of the computer’s ComPorts
before it can be used by LoggerNet.

Standard

Communications Enabled - Before communications can take place, all
devices in the chain must have the Communications Enabled box checked.
When this box is selected, communications to the phone modem are enabled.

Maximum Baud Rate — Select the arrow to the right of this field to choose a

maximum baud rate for communication with this device. Note that the actual

rate of communication may be limited by the capability of other devices in the
communications chain.

Edit Modem Database - The modem connected to the server computer may
not be listed in the database, or the user may desire to change the modem
configurations. When the Edit Modem Database button is selected, the reset
and initialization strings for the selected modem are displayed. You can
change these settings or add a custom modem to the list. If you change the
settings for one of the standard modems you will have to save it to a new name
to use it. The only modems that can be deleted from the list are modems that
have been added by the user.

Modem Type - Use the drop down list box to select the type of modem that is
attached to the server computer's communications port. In most instances, the
<default modem> should work.
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Advanced

Extra Response Time - In this field, specify the additional time that the
LoggerNet server should delay before terminating the communications link if
there is no response from the phone modem. Additional time may be needed
in instances where the communications link is noisy or network traffic is
heavy.

Delay Hangup - The amount of time, in milliseconds, that LoggerNet should
delay before hanging up the link to the device. If a new command to the
device is issued before the delay has expired, communication will not be
terminated.

NOTE LoggerNet waits a certain amount of time for a response from
each device in a communications path. The extra response times
defined for the communications link are cumulative. Therefore,
the amount of time spent waiting for a device to respond is the
sum of all Extra Response Times defined, plus the default
response time for each device in the link. Add the minimum
time necessary since very long response times can delay other
scheduled events while waiting for a device that is not
responding.

4.2.4.6 PhoneRemote

The Hardware tab of the remote phone modem is used to set up the dialing
string for the attached remote device. It has the following controls:

Communications Enabled - Before communication can take place, all devices
in the chain must have the Communications Enabled box checked. When this
box is selected, communication to the remote phone modem is enabled.

Phone Number/Delay Field - This field is used to enter the telephone
numbers or dialing strings for the remote modem. To add a number to the list
simply click the <add phone number> field and type in the number. Spaces,
dashes and parentheses are usually ignored by the modem. To remove or
change a number, highlight the number and delete or click the number and use
backspace.

Multiple phone numbers are allowed to accommodate entry of access codes,
credit card numbers, or other numbers that may be needed for communication
to the remote modem and its attached device. As an entry is created a new line
is added for additional entries as needed. The first phone number will be
dialed following the specified delay. The next number will then be dialed after
the delay specified. The amount of time to delay is in milliseconds so a 5-
second delay would be entered as 5000 milliseconds.
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4.2.4.7 RFBase

The RF base modem acts as a gateway device that provides RF communication
with the remote RF modems connected to dataloggers at the field site.

Standard

Communications Enabled - Before communications can take place, all
devices in the chain must have the Communications Enabled box checked.
When this box is selected, communication to the RF base is enabled.

Maximum Time On-line - A time limit can be set for the length of time
LoggerNet will stay connected to the device on any scheduled call. Once this
time limit has been exceeded, communications with the device will be
terminated. Setting the time to zero will disable this time limit. This setting
can be set to zero for most communications links without serious repercussion.
However, with phone modem communication you may wish to leave this
setting at the default of 10 minutes, to avoid costly phone bills.

Maximum Baud Rate — Select the arrow to the right of this field to choose a

maximum baud rate for communication with this device. Note that the actual

rate of communication may be limited by the capability of other devices in the
communications chain.

Advanced

Extra Response Time - In this field, specify the additional time that
LoggerNet should delay before terminating the communications link if there is
no response from the RFBase. Additional time may be needed in instances
where the communications link is noisy or network traffic is heavy.

Maximum Packet Size - Data is transferred in "chunks" called packets. For
most devices the default value is 2048 byes. The value entered in this field can
be changed in 32 byte increments. If a communications link is marginal,
reducing the packet size may improve reliability.

Delay Hangup - The amount of time, in milliseconds, that LoggerNet should
delay before hanging up the link to the device. If a new command to the
device is issued before the delay has expired, communication will not be
terminated.

NOTE The RFBase device is not used for RF400 radios.

4.2.4.8 RFRemote

The RF modem has only a Hardware tab.

Standard

Communications Enabled - Before communications can take place, all
devices in the chain must have the Communications Enabled box checked.
When this box is selected, communication to the RF modem is enabled.
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Address - The hardware for each RF modem is configured for a certain
address with internal switches. This address acts as an identification for the
device in an RF network. Each RF modem in the network must have a unique
address; this number is entered in the Address field. Each RF modem used as
a repeater only site still needs its own unique Address.

Advanced

Use F Command - The “F” command forces the baud rate to 9600. In the
modem enabled (ME) state, the serial 1/0 port of the end-of-link modem will
communicate with the datalogger at 9600 baud with the “F” command. In the
synchronous device communication (SDC) state, the baud rate from the
computer to the start-of-link modem will be 9600.

Use U Command - The “U” command will force RF communication between
radios to 2400 baud rather than 3000 baud. DC95s purchased before February
1989 can only be used at 2400 baud. For further information see Appendix F
in the Radiotelemetry Network Instruction Manual.

Use W Command - The “W” command will force the RF modem to wait until
there is no carrier detect before transmitting. This option is used when the
computer is connected to more than one RF base.

Custom Dial String — The custom dial string is specifically used to send
commands to an RF95 modem. The values entered into this field will be
inserted between the S command and the string of switch identifiers sent when
the modem is dialed.

4.2.49 RFBase-TD

The RFBase-TD device is used to set up communication to a datalogger that
can send data to the base modem under a data advise transmission. A special
PROM is required in the RFBase modem to enable this functionality.

When collecting data via an RF data advise transmission, a Polling Interval is
used in conjunction with an RF Poll Offset and a Computer Offset. The
RFRemotes query the dataloggers on a time slot given to them by the RFBase.
The RFBase queries the RFRemotes for data on the specified interval,
factoring in the RF Poll Offset. The RFBase buffers this data until it is queried
by the LoggerNet communications server. LoggerNet uses the interval plus the
Computer Offset when collecting the data from the RFBase.

The RFRemote attached to this devices will be an RFRemote-TD (table data)
or RFRemote-PB (PakBus) depending upon the type of datalogger attached to
the remote.

Hardware Tab

Standard

Communications Enabled - Before communications can take place, all
devices in the chain must have the Communications Enabled box checked.
When this box is selected, communication to the RF modem is enabled.
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Maximum Time On-line - A time limit can be set for the length of time
LoggerNet will stay connected to the device on any scheduled call. Once this
time limit has been exceeded, communications with the device will be
terminated. Setting the time to zero will disable this time limit. This setting
can be set to zero for most communications links without serious repercussion.
However, with phone modem communication you may wish to leave this
setting at the default of 10 minutes, to avoid costly phone bills.

Maximum Baud Rate — Select the arrow to the right of this field to choose a

maximum baud rate for communication with this device. Note that the actual

rate of communication may be limited by the capability of other devices in the
communications chain.

Advanced

Extra Response Time - In this field, specify the additional time that
LoggerNet should delay before terminating the communications link if there is
no response from the RF95T. Additional time may be needed in instances
where the communications link is noisy or network traffic is heavy.

Maximum Packet Size - Data is transferred in "chunks" called packets. For
most devices the default value is 2048 byes. The value entered in this field can
be changed in 32 byte increments. If a communications link is marginal,
reducing the packet size may improve reliability.

Polling Interval - The time interval on which the RF network should be
queried for data. The interval cannot be greater than 20 minutes.

RF Poll Offset -The time into the Polling Interval that the RFBase should
guery the RFRemotes for new data. The data is held in the RFBase's buffer
until it is queried by LoggerNet for the data.

Computer Offset - The time into the Polling Interval that LoggerNet should
guery the RFBase for data.

Delay Hangup - The amount of time, in milliseconds, that LoggerNet should
delay before hanging up the link to the device. If a new command to the
device is issued before the delay has expired, communication will not be
terminated.

Clock Tab

Time Zone Offset - Enter an amount of time to offset the RFBase's clock from
the PC's clock when it is set. This feature is useful if the RFBase is located in a
different time zone than the PC, and you want the datalogger to reflect the
local time when the clock is set.

Automated Clock Check - A schedule can be set up to compare the
computer's clock with the RFBase's clock, and automatically set the RFBase's
clock if it varies by a certain amount. This option should be used with caution
since the change could result in data with missing or duplicate time stamps.

Enabled - This check box is used to turn the clock check schedule on or off.
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Initial Date/Initial Time - These fields are used to specify when the first
scheduled clock check should occur. If the time reflected by these fields has
already occurred, a clock check will be performed during the next data
collection attempt with the network.

Interval - Enter an interval for how often a clock check should be performed.

Allowed Clock Deviation - Enter the amount of time, in seconds, that the
RBase's clock can differ from the computer's clock before the RFBase's clock
is corrected. If O is entered, the clock will be checked but not set. The Last Clk
Chk and Last Clk Diff statistics can be viewed in the Status monitor to
determine the time of the last clock check and the amount of deviation when
this value is set to 0.

CAUTION If your computer automatically adjusts for daylight savings
time, then your RFBase's clock will be adjusted
accordingly if the Automated Clock Check is enabled.

NOTE A device will not be contacted by LoggerNet only for a clock
check. If a clock check interval occurs outside of a scheduled
data collection interval, the clock check will be executed the next
time data collection is attempted.

Server Clock - Displays the date and time for the computer on which the
LoggerNet server is running. This value will be displayed/updated only when
the Check Clocks button is pressed.

Station Date/Time - Displays the date and time for the RFBase. This value
will be displayed/updated only when the Check Clocks button is pressed.

The RFBase's clock can be set to that of the PC's by pressing the Set Station
Clock button.

4.2.4.10 RF RemoteTD

This device is used to configure the remote modem in an RF-TD network.

Standard

Communications Enabled - Before communications can take place, all
devices in the chain must have the Communications Enabled box checked.
When this box is selected, communication to the RF modem is enabled.

Address - The hardware for each RF modem is configured for a certain
address with internal switches. This address acts as an identification for the
device in an RF network. Each RF modem in the network must have a unique
address; this number is entered in the Address field. Each RF modem used as
a repeater only site still needs its own unique Address.

4-23



Section 4. Setting up Datalogger Networks

4-24

Maximum Baud Rate — Select the arrow to the right of this field to choose a

maximum baud rate for communication with this device. Note that the actual

rate of communication may be limited by the capability of other devices in the
communications chain.

Advanced

Extra Response Time - In this field, specify the additional time that
LoggerNet should delay before terminating the communications link if there is
no response from the RF95T remote. Additional time may be needed in
instances where the communications link is noisy or network traffic is heavy.

Maximum Packet Size - Data is transferred in "chunks" called packets. For
most devices the default value is 2048 byes. The value entered in this field can
be changed in 32 byte increments. If a communications link is marginal,
reducing the packet size may improve reliability.

4.2.4.11 RFRemote-PB

This device is used to configure the remote modem in an RFBase-TD network
when the datalogger attached to the remote has a PakBus operating system.

Standard

Communications Enabled - This check box is used to turn communication on
or off. This check box must be enabled for any communication to take place
over the RF modem.

PakBusPort Always Open - The computer running the LoggerNet server is
included as a PakBus device in the network. Because of the nature of
broadcast messages within the Pakbus network, the computer can keep the
PakBus port open, and therefore, can "listen” for transmissions from other
PakBus devices. In most instances, keeping this port open is not an issue.
However, if there are other hardware or software components on your
computer that must have access to the physical port to which the PakBus port
is attached, you will want to clear the PakBus Port Always Open box so that
LoggerNet opens the port only when communication is initiated as part of
scheduled data collection or manually by the user. This way, the port remains
available for other uses, except when it is in use by LoggerNet.

Address - Enter the unique address for the RF radio.

Advanced

Extra Response Time - The amount of additional time, in seconds, that
LoggerNet should wait for this device to respond. Note that Extra Response
Time is cumulative for all devices in the network.

PakBus Address — This field reflects the address of the LoggerNet server.
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4.2.4.12 MD9 Base

NOTE

The MD9 base modem has only a Hardware tab.

LoggerNet assumes an MD9 base modem address of 255.
Therefore, the MD9 base modem must have the hardware switch
ID set to 255 for communication to work.

Standard

Communications Enabled - Before communications can take place, all
devices in the chain must have the Communications Enabled box checked.
When this box is selected, communication to the MD9 base is enabled.

Maximum Time On-line - A time limit can be set for the length of time
LoggerNet will stay connected to the device on any scheduled call. Once this
time limit has been exceeded, communications with the device will be
terminated. Setting the time to zero will disable this time limit. This setting
can be set to zero for most communications links without serious repercussion.
However, with phone modem communication you may wish to leave this
setting at the default of 10 minutes, to avoid costly phone bills.

Maximum Baud Rate — Select the arrow to the right of this field to choose a

maximum baud rate for communication with this device. Note that the actual

rate of communication may be limited by the capability of other devices in the
communications chain.

Advanced

Extra Response Time - In this field, specify the additional time that
LoggerNet should delay before terminating the communications link if there is
no response from the MD9. Additional time may be needed in instances where
the communications link is noisy or network traffic is heavy.

Maximum Packet Size - Data is transferred in "chunks" called packets. For
most devices the default value is 2048 byes. The value entered in this field can
be changed in 32 byte increments. If a communications link is marginal,
reducing the packet size may improve reliability.

Delay Hangup - The amount of time, in milliseconds, that LoggerNet should
delay before hanging up the link to the device. If a new command to the
device is issued before the delay has expired, communication will not be
terminated.

4.2.4.13 MD9 Remote

The MD9 remote is the MD9 modem device that is connected to the datalogger
at the field site. It has a Hardware tab only.
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4.2.4.14 RF400

Standard

Communications Enabled - Before communications can take place, all
devices in the chain must have the Communications Enabled box checked.
When this box is selected, communications to the MD9 modem are enabled.

Address - The hardware for each MD9 modem is configured for a certain
address using internal hardware switches. This address acts as an
identification for the device in an MD9 network. Each MD9 modem in the
network must have a unique address; this number is entered in the Address
field.

Maximum Time On-line - A time limit can be set for the length of time
LoggerNet will stay connected to the device on any scheduled call. Once this
time limit has been exceeded, communications with the device will be
terminated. Setting the time to zero will disable this time limit. This setting
can be set to zero for most communications links without serious repercussion.
However, with phone modem communication you may wish to leave this
setting at the default of 10 minutes, to avoid costly phone bills.

Maximum Baud Rate — Select the arrow to the right of this field to choose a

maximum baud rate for communication with this device. Note that the actual

rate of communication may be limited by the capability of other devices in the
communications chain.

Advanced

Extra Response Time - In this field, specify the additional time that
LoggerNet should delay before terminating the communications link if there is
no response from the MD9. Additional time may be needed in instances where
the communications link is noisy or network traffic is heavy.

Maximum Packet Size - Data is transferred in "chunks" called packets. For
most devices the default value is 2048 byes. The value entered in this field can
be changed in 32 byte increments. If a communications link is marginal,
reducing the packet size may improve reliability.

If the RF400 is being used in a point-to-point network (one base radio to one
remote radio) or in a PakBus network, where all of the settings in the radios are
identical, then the communications link can be depicted on the device map as a
direct connection (COM Port with datalogger or PakBus routing device
attached -- no RF400s shown in the device map). However, in a point-to-
multipoint network where all remote radios have a separate address, the
RF400s are depicted on the device map. Refer to the RF400 Users Manual for
complete information on RF400 radio setup.

The RF400 has only one tab, the Hardware tab.

Standard

Communication Enabled - Before communication can take place, all devices
in the chain must be enabled. When this box is selected, the RF400 radio is
enabled for communication.
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Maximum Time On-line - A time limit can be set for the length of time
LoggerNet will stay connected to the datalogger on any scheduled call. Once
this time limit has been exceeded, communications with the device will be
terminated. Setting the time to zero will disable this time limit. This setting
should be set to zero for most communications links other than phone modems.

Attention Character - Enter the character that will be used to reset the RF400
modem. By default, the radios are programmed to use the + character as the
Attention Character. However, if the RF400 is being used in a
communications link that includes a phone modem, you will most likely need
to change this character in the RF400 radio setup and on LoggerNet's Setup
window. Most phone modems use + as the reset character, and sending this
character unexpectedly will reset the modem and terminate the
communications link.

Advanced

Maximum Packet Size - Data is transferred in "chunks" called packets. For
most devices the default value is 2048 byes. The value entered in this field can
be changed in 32 byte increments. If a communications link is marginal,
reducing the packet size may improve reliability.

4.2.4.15 RF400 Remote

This device is used to set up the RF remote in a point-to-multipoint RF
communication network containing CSI's RF400 modems. It has only one tab,
the Hardware tab.

Standard

Communication Enabled - Before communication can take place, all devices
in the chain must be enabled. When this box is selected, the RF400 radio is
enabled for communication.

Maximum Time On-line - A time limit can be set for the length of time
LoggerNet will stay connected to the datalogger on any scheduled call. Once
this time limit has been exceeded, communications with the device will be
terminated. Setting the time to zero will disable this time limit. This setting
should be set to zero for most communications links other than phone modems.

Network Address - Enter the network address that is set up in the RF400
radio. A unique network address is required only if there is more than one
network of dataloggers within the communication range of the network you are
configuring; otherwise, the default of 0 can be used. All devices in a network
must have the same radio network address. Valid Radio Net Addresses are 0
through 63.

Radio Address - This is the unique radio address for the RF400 remote. Valid
addresses are 0 through 65,535.
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Advanced

Maximum Packet Size - Data is transferred in "chunks" called packets. For
most devices the default value is 2048 byes. The value entered in this field can
be changed in 32 byte increments. If a communications link is marginal,
reducing the packet size may improve reliability.

4.2.4.16 Generic Modem

The Generic Modem is used to set up any device in the communications
network whose behavior is controlled by scripts. No default strings (such as
reset and initialization strings) are sent; therefore, all commands must be
entered by the user. The generic modem has two tabs that must be configured,
Hardware and Modem.

Hardware Tab, Standard

Communications Enabled - Before communications can take place, all
devices in the chain must have the Communications Enabled box checked.
When this box is selected, communications to the generic modem are enabled.

Maximum Time On-line - A time limit can be set for the length of time
LoggerNet will stay connected to the device on any scheduled call. Once this
time limit has been exceeded, communications with the device will be
terminated. Setting the time to zero will disable this time limit. This setting
can be set to zero for most communications links without serious repercussion.
However, with phone modem communication you may wish to leave this
setting at the default of 10 minutes, to avoid costly phone bills.

Maximum Baud Rate — Select the arrow to the right of this field to choose a

maximum baud rate for communication with this device. Note that the actual

rate of communication may be limited by the capability of other devices in the
communications chain.

Hardware Tab, Advanced

Extra Response Time - In this field, specify the additional time that
LoggerNet should delay before terminating the communications link if there is
no response from the generic modem. Additional time may be needed in
instances where the communications link is noisy or network traffic is heavy.

Maximum Packet Size - Data is transferred in "chunks" called packets. For
most devices the default value is 2048 byes. The value entered in this field can
be changed in 32 byte increments. If a communications link is marginal,
reducing the packet size may improve reliability.

Delay Hangup - The amount of time, in milliseconds, that LoggerNet should
delay before hanging up the link to the device. If a new command to the
device is issued before the delay has expired, communication will not be
terminated.
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Modem Tab

Dial script - Enter the complete ASCII text string (initialization commands,
telephone number, etc.) that is required to set up the device for communication.

End script - Enter the reset string that should be sent at the end of
communication with this device. Care should be taken to ensure that the script
puts the device in an off-line state.

Half Duplex - Select this check box to enable half-duplex communication.
This means that communication will take place in one direction at a time;
therefore, it will significantly slow the communication speed.

Raise DTR - Select this check box to set the DTR (data terminal ready) line
high. This tells the remote device that the computer is ready to receive data.

RTS CTS use - Determines what mode to use for Request to Send/Clear to
Send functions:

e Hardware handshaking will be enabled - The computer uses the RTS and
CTS hardware lines to control the flow of data between the computer and
the remote device. Most newer modems support hardware flow control.

e The RTS line will be raised - Sets the RTS (ready to send) line high. This
tells the remote device that the computer is ready to send data.

e The RTS line will be lowered - Sets the RTS line low.

4.2.4.17 PakBusPort

A PakBusPort must be added to the network map if you want to add a
datalogger capable of PakBus communication (CR510-PB, CR10X-PB,
CR23X-PB, CR1000, CR3000, CR800, or CR200 Series). PakBus is a packet-
based communications protocol developed by CSI for its dataloggers and some
communications peripherals. PakBus offers a robust, efficient means of
communication within larger datalogger networks, and allows routing of data
from one datalogger (or other PakBus device) to another within the network.
All PakBus devices within the network are assigned a unique address.
Transmissions within the network can be broadcast to all devices or to only
one device using the unique address.

PakBus Graph can be used to visually monitor and retrieve settings from
devices in a PakBus network.

Refer to Campbell Scientific's PakBus Networking Guide for more information
about setting up PakBus networks.

Hardware Tab, Standard

Communications Enabled - Before communication can take place, all devices
in the chain must be enabled. When this box is selected, the PakBus port is
enabled for communication.
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PakBus Port Always Open - The computer running the LoggerNet server is
included as a PakBus device in the network. Because of the nature of
broadcast messages within the Pakbus network, the computer can keep the
PakBus port open, and therefore, can "listen” for transmissions from other
PakBus devices. In most instances, keeping this port open is not an issue.
However, if there are other hardware or software components on your
computer that must have access to the physical port to which the PakBus port
is attached, you will want to clear the PakBusPort Always Open box so that
LoggerNet opens the port only when communication is initiated as part of
scheduled data collection or manually by the user. This way, the port remains
available for other uses, except when it is in use by LoggerNet.

Maximum Time on Line - A time limit can be set for the length of time
LoggerNet will stay connected to the datalogger on any scheduled call. Once
this time limit has been exceeded, communications with the device will be
terminated. Setting the time to zero will disable this time limit. This setting
should be set to zero for most communications links other than phone modems.

Maximum Baud Rate - Select the arrow to the right of this field to choose a
maximum baud rate for communication with this datalogger. Note that the
actual rate of communication may be limited by the capability of other devices
in the communications chain.

Beacon Interval - Routing devices in a PakBus network are capable of
"learning™ about other devices in the network. To learn about other devices in
the network the router can be configured to send out a beacon, and any devices
in the PakBus network that can "hear" the broadcast will respond with an
identification message. The beacon interval is how often the computer will
send out a beacon to the PakBus network. If the PakBus Port is Dialed check
box is enabled, the beacon will not be transmitted at the specified interval
unless LoggerNet is actively communicating over the PakBus Port.

Hardware Tab, Advanced

Extra Response Time - In this field, specify the additional time that
LoggerNet should delay before breaking the communications link if there is no
response from the datalogger. Additional time may be needed in instances
where the communications link is noisy or network traffic is heavy.

PakBus Address -This read-only field displays the address that has been
assigned to the PakBus port. In most instances, the LoggerNet server has only
one PakBus address that is used for all PakBus ports; however, if you want to
have multiple independent PakBus networks, you can set the PakBus address
for each port separately. Multiple PakBus ports can be assigned individual
addresses using the Options | LoggerNet PakBus Settings menu option.

Delay Hangup - The amount of time, in milliseconds, that LoggerNet should
delay before hanging up the link to the device. If a new command to the
device is issued before the delay has expired, communication will not be
terminated.
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PakBus Nodes Tab

The PakBus Nodes tab displays the address and device type of PakBus devices
that LoggerNet has discovered (from direct communication or from the routing
table of another device), but are not yet added to the network map.

Select a PakBus port in the device map and press Start Search to have
LoggerNet query the network for devices. When a device is found, its PakBus
address will be added to the Node PakBus ID column. When Get Device Type
is pressed, the type of device (e.g., CR1000, CR10X-PB) will be displayed in
the Device Type column. To automatically add a device to the network map,
highlight it and press Add To Network Map. The datalogger will be added to
the network as the correct device type and PakBus ID.

4.2.4.18 PakBus Router

A PakBus Router can be another datalogger, an NL100, or any other device
that can be assigned a PakBus address and handle PakBus communication in a
datalogger network.

Standard

Communication Enabled - This check box is used to turn communication on
or off. This check box must be enabled for any communication to take place
over the PakBus router.

PakBus Address - The address of the device in the PakBus network. Valid
ranges are 1 through 4093.

Advanced

Maximum Packet Size - Data is transferred in "chunks" called packets. The
default value is 1000 bytes; however, the value entered in this field can be
between 32 and 2048 bytes, in 32 byte increments. If a communication link is
marginal, reducing the packet size may improve the success rate.

4.2.4.19 PakBusPort HD

This virtual device is used to facilitate communication with a PakBus
datalogger in an RF95 or RF232 radio network. It has a Hardware tab only.

Standard

Communications Enabled - This check box is used to turn communication on
or off. This check box must be enabled for any communication to take place
over the PakBus node.

Maximum Time On-Line - Enter a time limit for maintaining a connection to
the device when it is contacted on a schedule. Once this time limit is exceeded,
communication with the device will be terminated. The format for this field is

+00 d(ays) 00 h(ours) 00 m(inutes) 00 s(econds) 00 m(illi)s(econds).
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Maximum Baud Rate - The maximum baud rate at which communication will
take place with this device.

Advanced

Extra Response Time - The amount of additional time, in seconds, that
LoggerNet should wait for this device to respond. Note that Extra Response
Time is cumulative for all devices in the network.

PakBus Address - This field is for display only. It shows the PakBus address
that has been set up for the PakBus Port. This address can be changed by going
to the Setup window's Options | LoggerNet PakBus Settings menu item.

Delay Hangup - The amount of time, in milliseconds, that LoggerNet should
delay before hanging up the link to the device. If a new command to the device
is issued before the delay has expired, communication will not be terminated.

4.2.5 Setting Up Scheduled Data Collection

4.2.5.1 Data Collection Scheduling Considerations

One of the goals in datalogging applications is to retrieve the data from the
datalogger's memory to a computer so that it can be analyzed further.
LoggerNet can be used to retrieve the data from the datalogger manually, on
demand, or you can set up an automatic data collection schedule. When the
schedule is enabled and LoggerNet is up and running, the LoggerNet server
will initiate calls to the datalogger on the defined schedule and collect its data.
When the data is collected, it is stored to a file (unless the No File option is
chosen when setting up what data to collect), and it is also stored in
LoggerNet's data cache. LoggerNet client applications, such as the Numeric
and Graphical Displays or RTMC, retrieve their information from this data
cache.

Remember that what data is collected, and how it is stored, is configured on
the datalogger's Data Files or Final Storage Area tab. If a table or final storage
area is not selected for collection, no data will be stored or displayed on the
display screens. The update rate of display screens in LoggerNet will depend
up two factors -- the rate at which data is being stored to an output table in the
datalogger and the rate at which data collection from the datalogger is taking
place.

Input locations and Public variables do not have to be scheduled for collection
to be displayed on the Numeric Display or the Graph. These values are
updated based on the update interval of the display (but limited by how fast
measurements are actually being made in the datalogger). However, final
storage data will be updated only when that data is collected using either a
scheduled data collection or a manual data collection.
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4.25.2 Intervals

One of the most significant considerations for setting up data collection is all
of the intervals associated with reading, storing, and retrieving data. The
intervals and their significance for data handling are described below.

4.2.5.2.1 Datalogger Program Intervals

There are two types of intervals written into the datalogger program which
affect the availability and collection of data:

e Program Execution Interval — The execution, or scan, interval
determines how often the datalogger carries out the instructions in the
datalogger program. It is specified in seconds and determines the
fundamental rate at which data is available. In typical programs the sensor
readings are taken at this rate and the values are stored in corresponding
Input Locations or variables. This execution interval is the fastest that
data measurements can be updated and data stored. (Depending on how
the program is written, sensor readings may occur at specified intervals
and not on every program execution.)

e Table Storage Interval or Output Data Interval — Most data tables or
final storage arrays are set up to store data records at regular intervals.
The data record consists of a record number and time stamp, followed by
the output processing (i.e., sample, average, min, max, etc.) of the input
location or variable values. This interval must be a multiple of the
program execution interval or storage intervals will be skipped. For
example, if the program execution interval is 5 seconds and the table
interval is set to 3 seconds, there will only be an entry in the table every 15
seconds. The interval specified determines the fastest rate the server can
collect new data that is stored to the datalogger’s final storage memory.

4.2.5.2.2 Data Collection Setting Intervals

The collection interval at which the LoggerNet server requests new data from
the datalogger is set up on the Schedule tab for that datalogger in the Setup
Screen. If the collection interval is faster than the rate at which data is being
stored to a data table by the datalogger program, data will not be collected
every call, but only at intervals when new data is available.

If data collection is enabled for input location data (Inlocs) on the
CR10X-TD/PB family dataloggers or Public tables on CR1000, CR3000,
CR800, CR5000 or CR9000 dataloggers, the current values will be collected
every time a scheduled collection occurs, whether or not the values have been
updated. Therefore if your scan interval were one minute in the datalogger
program, and the data collection interval were 30 seconds, you would get two
identical records in the Public table for each one minute scan.

4.2.5.2.3 Communications Path Considerations

When setting up data collection intervals for the dataloggers you should
consider the communications path to the datalogger, and its affect on how
often you can retrieve data.
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Phone modems require anywhere from 10 — 30 seconds or more to establish
communication, negotiate baud rate, and start transferring data. Therefore, it is
not a good idea to schedule collection by phone modem more often than once
every two minutes. The time to make a call and start communications should
be considered when you are collecting from multiple stations by phone.
Sufficient time should be allowed for the server to dial the station, retrieve the
data, and then contact the next station. There should be enough time between
calls to the first station that the calls to the other stations using the same
modem can be completed. Otherwise the collection schedule will be delayed
waiting for the previous stations to finish.

RF networks with repeaters also add time delays since each modem must be
contacted and then pass the message on to the next RF modem and so on.
Each of these operations takes time so the time schedule for RF networks with
repeaters should allow enough time for the link to be established with the
datalogger and collect the data.

Consideration should also be given to other operations such as clock sets,
program downloads, or manual data requests to the datalogger. These require
significantly more time and can affect RF network responsiveness.

Any network setup using a phone to RF should be reviewed for collection
scheduling issues due to the combinations of time delays associated with RF
data collection.

4.2.5.3 Setting Up Scheduled Data Collection

NOTE

The data to be collected and the output file locations and format are specified
on the datalogger's Data File or Final Storage tab. The Schedule tab is used to
define the interval on which the LoggerNet server will check the datalogger for
new data. If new data exists, it will be stored in the data files and the
LoggerNet data cache.

To set up a data collection schedule for a datalogger, first ensure that your
device map has been configured with all of the devices listed as they actually
exist. Next, determine which tables or final storage areas should be collected
from the datalogger each time a data collection attempt is made. If no tables
are selected on the Data Files tab or the Final Storage Area is not enabled for
collection, no data will be collected from the datalogger.

You should check the directory path and the data file options to make sure the
files are where you want them and in the right format. Note that for table-
based dataloggers, each table must be configured separately (i.e., selected for
collection, file name provided, file format specified, etc.).

For table-based dataloggers, if no table names appear on the
Data Files Tab, click the Get Table Definitions button.

The data collection schedule should be set up next. Set the initial date and
time to when you would like the first data collection attempt to occur and set
the interval at which subsequent data collection attempts should occur. Make
sure that communications are enabled for all devices in the communications
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path, and that scheduled collection is enabled. If the initial date and time is set
to a time that has already passed, data collection will begin immediately.

The Status Monitor screen (Section 6) can be used to ensure that data
collection is occurring on the defined schedule. Some issues will also be
identified by the Troubleshooter (Section 6). If data is not being collected,
check the following:

e The Scheduled Collection Enabled box on the Schedule tab for the
datalogger must be selected. This turns the schedule "on". You can
temporarily disable data collection by clearing this check box and
applying the change.

e The tables or final storage areas from which you desire data should be
enabled for collection in the Data Files or Final Storage Area tab of the
Setup Screen.

e All devices in the communications path to the datalogger must have the
Communications Enabled check box on the Hardware tab selected.

e Unsuccessful attempts to communicate with the datalogger may exhaust
the number of Primary Retries specified so that the Secondary Retry
interval is in effect. Check the date and time listed for the next data
collection in the Status Monitor.

e Look at the collection state data for the datalogger in the Status Monitor.
This is displayed as one of four states.
— Normal collection
—  Primary retry
— Secondary retry
— Collection disabled

e Check the Status window and ensure the Pause Schedule check box is
cleared.

o For table-based dataloggers, ensure the table definitions have been
retrieved from the datalogger and are current.

4.2.6 Setting the Clock

A datalogger's Clock tab can be used to define a schedule at which an
automatic clock check will be performed. The datalogger's clock will be set if
it varies from the LoggerNet server's clock more than the amount of time
specified in the Allowed Clock Deviation field.

Because it is important to maintain accurate time stamping of your data, there
are a few things to take into consideration when setting up a clock check
schedule.

Your datalogger clock should deviate no more than £1 minute per month.
Typically, this drift is less than what will be experienced with a personal
computer. Therefore, unless you have a scheduled task on your computer
which synchronizes your computer's clock with an atomic clock or other
accurate time keeping device, the datalogger's clock may be more accurate than
the PC's clock.
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NOTES

Another point to consider is how the clock checks may affect the time stamp
for your data. Let's say, for instance, that you have a data collection schedule
of one minute with a clock set if the two clocks deviate more than two minutes.
Over time, the clocks may drift sufficiently that the datalogger's clock is set. If
the datalogger's clock is 12:02:00, and the LoggerNet computer clock is
12:04:15 the datalogger's clock will be set to 12:04:15. Therefore, there will
be no data for the time stamps 12:03 and 12:04. Conversely, if the datalogger's
clock is a few minutes faster than the LoggerNet computer’s clock, the result
would be duplicate time stamps that contained different data.

For the CR10X-TD family of dataloggers, when an instruction
P84 Output Record is executed in the datalogger program to
create an interval based table and a record is stored, the time
stamp is not stored along with the record. Instead, when data is
retrieved from the datalogger, the datalogger uses the time stamp
of the last record stored and the table interval to calculate the
time stamp for any previous records. This calculated time stamp
is then stored by the server as part of the data record along with
the other data values when data is collected. Because of this
time stamping method, if the datalogger clock is changed such
that it passes an output interval a discontinuity could occur in the
records that could cause the time stamps to be incorrect. Event-
based data storage does not rely on a calculated time stamp.
Data stored to a table based on an event includes a time stamp in
the table.

In table-based dataloggers the record number can be used along
with the time stamp to assure that records are in order, and no
data has been missed.

Changing the computer system clock while the display screens
are running will terminate the connection for most of the screens.
This can also affect LoggerNet operations or even crash the
program.

4.2.7 Sending a Program to the Datalogger from Setup

In most instances, you will send a new program to the datalogger from the
Connect window. Once the program is sent from Connect, you can launch the
Numeric Monitor from that window to view measurements and ensure the
program is working correctly. However, for convenience when configuring a
datalogger for communication and data collection, a program can also be sent
from the Setup window.

Select the Program tab for the highlighted datalogger. If a program exists in
the datalogger that LoggerNet has knowledge of, it will be displayed in the
Current Program fields. To send a new program, press the Send button.

For mixed-array dataloggers, if the datalogger currently has a program running
in it but LoggerNet is not aware of that program, you can Associate a program
with the datalogger. When a program is associated with a datalogger, input
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location labels and final storage values will be available for viewing on
LoggerNet's Numeric and Graphical Displays.

4.2.8 Setup's Tools Menu

4.2.8.1 Troubleshooter

This menu item opens the Troubleshooter application. This application is used
to help discover the cause of communication problems in a datalogger
network. From the application you can launch a communication test, search
for PakBus devices in the network, view the Status Table for PakBus
dataloggers, open the LogTool Client, or open PakBus Graph.

4.2.8.2 Convert from PC208W Network

The convert utility (Options | Convert from PC208W Network) converts a
datalogger network that was created under PC208W version 3.0 or higher to a
network that will work with LoggerNet. This allows you to keep the network
map and configurations as they were with the PC208W software and avoid
starting over.

It is a good idea to make sure that data collection with PC208W is up to date
and all the data from the dataloggers has been collected and saved into files.
You should also make a backup copy of the PC208W files.

To run Convert, shut down PC208W and bring up LoggerNet. Make sure that
the network map in LoggerNet's Setup Screen is empty. If you try to convert a
network map onto an existing network an error message will remind you that
the current network map is not blank. (Make sure to apply the changes after
you delete all the devices or the conversion will fail.)

o Convert .DND File x|

Fleaze zelect a .dnd file to load into Loggertet

C:APC208wMPC2080W dind

J (1] | x LCancel | '? Help |

Select “Convert from PC208W Network” from the Options menu on the Setup
screen. A pop-up message will remind you that data collection should be up to
date. Then the dialog box shown above will come up allowing you to choose
the PC208W network description file (pc208w.dnd) you want to convert. You
can either type in the path or click the button to the right with the ellipsis (...)
that will allow you to browse for the file.

PC208W network descriptions are files ending with .dnd and have the name
and path as shown in the dialog box above. Once you have found the network
description file to convert, click OK and LoggerNet will run the scripts to
create the network with settings in LoggerNet format. (The converter requires
that wmodem.ini be in the same directory as the pc208w.dnd.)
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The new network should have all of the same devices and communication
paths as under PC208W. Note that LoggerNet shows almost all physical
devices in the network map, where PC208W "assumed" some devices were
present so the device map may look slightly different. For instance, LoggerNet
will show both a PhoneBase and Phone Remote (the modem connected to your
computer and the modem connected to the datalogger, respectively). PC208W
showed only the PhoneBase. The remote modem connection was assumed.

The data files created by PC208W will remain in the PC208W directory. They
are not copied over to the LoggerNet directory. However, the Output Filename
field on LoggerNet's FS Areas 1/2 tabs will reflect the PC208W data file
directory. Any newly collected data will be stored to the files in this directory
unless you make changes. The new network is saved by pressing Apply.
When collecting data, LoggerNet will begin collection based on where
PC208W last collected data from the datalogger(s). If scheduled data
collection was set up in PC208W, LoggerNet will resume that scheduled
collection at the next time to call.

We strongly recommend that you review all settings once a conversion has
been performed. Following are some areas to check:

e Review the directory where LoggerNet will save data files. You may want
to change this to a different directory, since LoggerNet will collect data to
the PC208W directory. If you want contiguous data files but want to store
data in the LoggerNet directory (or some other directory), simply copy the
existing data files to the desired directory and ensure it is specified in the
FS Areas 1/2 tabs.

e Double-check all settings for all devices to ensure they were converted
correctly. This includes modem settings, schedules, COM port selections,
etc.

e Any Tasks that existed in PC208W will also be converted. Review these
to make sure file names, directories, and schedules are correct. The Task
Master can be opened from LoggerNet's main Toolbar from File | Open.

4.2.8.3 Backup Network/Restore Network

These menu options can be used to create a backup of the network, and then
restore the network, if necessary. See Section 2.3.2.1 for more information.

4.2.9 Setup’s Options Menu

4.2.9.1 LoggerNet PakBus Settings

The LoggerNet PakBus Settings are used to set up the PakBus ID for one or
more PakBus ports in LoggerNet. LoggerNet can be configured so that each
PakBus port in the network map will be an independent PakBus network
(where communication between PakBus devices exists only in that network),
or so that all PakBus ports in the network map are part of one PakBus network.
To link -- or "bridge" -- all of the PakBus networks, select the Bridge PakBus
Ports check box. The PakBus ID for LoggerNet is then entered into the
PakBus ID for Global PakBus Router field.
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If the PakBus ports are set up as separate networks, the PakBus ID for each
PakBusPort is entered in the PakBus ID/PakBus Port table.

Valid PakBus IDs are 1 through 4094, though typically numbers greater than
3999 are used for PakBus ports. This is because, when a neighbor filter is set
up, a PakBus datalogger will answer a Hello message from any device with an
ID greater than 3999, but will ignore devices with IDs less than 4000 that are
not in their neighbor list.

4.2.9.2 LoggerNet Clock Settings

LoggerNet allows you to select the time option that will be used for the
LoggerNet server. There are three options:

Use local time without correction for daylight saving time - The LoggerNet
server will use the clock from the computer on which LoggerNet is running.
When the time changes to daylight saving time, the server's time is not
affected.

Use local time with correction for daylight saving time - The LoggerNet
server will use the clock from the computer on which LoggerNet is running.
When the time changes to daylight saving time, the server's time will be
adjusted.

Use Greenwich Mean Time (GMT) - The LoggerNet server will use
Greenwich Mean Time, regardless of whether daylight saving time is
applicable.

4.2.9.3 AirLink IP Manager Settings

These settings are used to configure LoggerNet for receiving incoming
transmissions from an AirLink digital cell phone (Raven or PinPoint) with a
dynamic IP address.

LoggerNet will "listen™ for update notification messages from the modem, and
change the IP address for a device based on the information received. A
setting in the modem defines the interval at which transmissions to LoggerNet
will be made.

The IP Manager Port is the UDP port on which LoggerNet will "listen” for an
incoming transmission. If this setting is left at the default of 0, LoggerNet will
not listen for incoming notifications. The default value for AirLink modems is
17338. However, if a firewall is in use, the port value may be changed when
passed through the firewall.

The IP Manager Key is the 128-bit encryption key used for decoding
transmissions from all AirLink modems used in the datalogger network. This
setting must match the setting in the modems for the transmission to be
successfully interpreted. LoggerNet's default value in the IP Manager Key
field is the default for the AirLink modems.

Note that in addition to these settings, an ID for each modem is set on the
IPPort's Hardware tab of the Setup screen (AirLink Device ID).
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4.2.9.3.1 Troubleshooting Tips

If the computer on which the LoggerNet server is running is set up behind a
firewall, the administrator of that firewall must open a hole in the firewall to
allow the incoming notifications to reach the server.

LoggerNet will be unable to open the UDP port if another process is using it.
To determine what ports are being used by processes on the system, the
following command can be issued at a command prompt:

netstat -a -p UDP -n

where:

-a Displays all connections and listening ports

-p UDP  Specifies to show connections for UDP protocol

-n Returns addresses and port numbers in numerical form

4.2.10 Selecting a Remote Server

If you are using LoggerNet Admin or LoggerNet remote, you can connect to a
LoggerNet server running on a different computer over a TCP/IP connection.
This functionality allows you to add dataloggers, modify the data collection
schedule, or make other changes to the datalogger network.

Choose File | Select Server from the Setup window’s toolbar to open a dialog
box in which to type the IP address of the server. If security has been enabled
on that server you will need to enter a user name and password as well. This
option is not available if you are running a standard version of LoggerNet.

4.3 Device Configuration Utility
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The Device Configuration, or DevConfig, is run separately from LoggerNet. It
is used to set up PakBus information in PakBus-capable dataloggers and to
configure peripheral communication devices. Refer to Section 11 for
information on the Device Configuration Utility.

Note that because DevConfig and LoggerNet use the same resources, one
should be closed when you use the other. Otherwise, you may not be able to
connect to the device you are attempting communication with.
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LoggerNet's real-time tools are used to manage your stations in the datalogger network.
Tools are provided for sending new programs, setting the clock, toggling ports and flags,
collecting data, and displaying data numerically and graphically.

5.1 The Connect Screen Toolbox

NOTE

The Connect screen provides a real-time connection to a datalogger in the
datalogger network. Tools are provided for transferring programs to the
datalogger, manually setting the datalogger's clock, viewing and collecting
data, and communicating with the datalogger in terminal mode.

These tasks can be accomplished while actively connected to a station in the
datalogger network, or, if you are not actively connected, LoggerNet will make
the connection, perform the desired action, and then end communication with
the station.

If you have LoggerNet Admin or LoggerNet Remote installed,
you have the ability to set up security so that access to certain
functions in LoggerNet is limited. If security is enabled, you
may be unable to access certain functions in the Connect
window.

5.1.1 Connecting to the Datalogger -- or Not

The Connect screen works with and displays data from only one datalogger at
atime. (LoggerNet Admin and LoggerNet Remote allow you to launch
multiple connect windows. Therefore, you can connect to more than one
datalogger at a time.) The name of the selected datalogger and the datalogger
type appear in the title bar at the top of the window. For ease of use in large
networks of many dataloggers you can list the dataloggers in alphabetical order
by selecting the List Alphabetically check box. All the station names will be
listed alphabetically to make it easier to find a specific station.
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As noted above, you can work with a datalogger station while actively
connected to it or when you are in a disconnected state. Even when not
actively connected, you can choose to collect data, check or set the clock, etc.
When a button is pushed, LoggerNet will attempt to contact the datalogger,
performed the desired action, and then terminate communication.

If you want to perform only one task, such as collecting new data, it may be
more efficient not to actively connect to the datalogger. LoggerNet will
merely contact the datalogger, collect the data, and end communication. If you
were actively connected, LoggerNet would also update the clock displays
during this process, which, when collecting large amounts of data over a slow
communication link, could affect the speed of data collection. If you want to
perform multiple tasks -- e.g., send a new program and view measurements on
the numeric monitor to ensure the program is running correctly -- then it is
usually more efficient to establish an active connection, perform the tasks, and
then terminate the connection yourself. Otherwise, LoggerNet must establish
communication with the datalogger twice. Over remote communication links,
this connect/disconnect/connect sequence will increase the time to complete
the tasks.

When you select the Connect button the animated graphic will indicate an
active connection state. It will show that LoggerNet is trying to establish the
connection; the two connectors join together when the connection is made.
You can also connect to the datalogger by double clicking the datalogger name
or selecting Connect from the File menu.

Once the datalogger connection is established the Elapsed Time counter starts.
This counter will continue as long as the datalogger connection is maintained.
The user should be aware of the how long the Connect screen is connected to

the datalogger. A manually initiated connection to a datalogger takes priority
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over other communication in the network map. Other devices that share any
part of the communication path will not be contacted, even for scheduled data
collection. Max Time Online is disabled when a manual connection is
established so this communications link will be active until the user
disconnects or closes the Connect screen.

NOTE Once a connection is made to a datalogger with the Connect
screen, this connection takes precedence and will prevent
communication with other devices sharing the same serial port or
base modem.

To disconnect from the datalogger, click the button that now reads Disconnect.
To work with another datalogger you must disconnect from the first one
(unless you have installed LoggerNet Admin or LoggerNet Remote). Double
clicking another datalogger will disconnect from the first datalogger and
connect to the new one without prompting.

If LoggerNet fails to make a connection to the datalogger, it will time out and
display an error message that it could not connect. It will immediately attempt
the connection again and will continue trying until the user clicks Cancel.

5.1.2 Data Collection

The Data Collection section of the Connect screen allows you initiate a manual
data collection from the datalogger. LoggerNet keeps track of two separate
data collection pointers for each datalogger: (1) the pointer for scheduled data
collection and manual data collection from the Connect screen's Collect Now
button, and (2) the pointer for manual data collection from the Custom
Collection window.

The data for each of these two pointers is, by default, stored in two separate
data files on the computer. The default directory for scheduled data
collection/manual data collection is C:\Campbellsci\LoggerNet. The default
directory for data collection via the Custom Collection window is
C:\Campbellsci\LoggerNet\Data. Because different pointers are kept in
LoggerNet for each of these collection options, if you select Collect Now from
the main Connect window, and your Setup option is set to collect only new
data, and then you do a Custom Collection and also choose to collect only new
data, the new data collected using the Custom Collection window is the new
data since the last time you collected using this window. Similarly, new data
collected using Collect Now from the main Connect screen is the new data
since the last time you chose Collect Now, or since the last scheduled data
collection.

5.1.2.1 Collect Now

The Collect Now function is the equivalent of doing a scheduled data
collection for the datalogger without waiting for the scheduled time. Clicking
the Collect Now button will initiate a call to the datalogger and any available
data will be collected and stored as specified on the Setup screen. This
function is often used to manually update data collection to see the latest data
in the Numeric Monitor or a Graph; or before data files are copied for
processing.
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Once you have started data collection with Collect Now, you can stop it by
clicking the Cancel button on the animated screen. This might be necessary if
you started a data collection that is bringing in more data than you really
wanted, especially over a slow communications link.

5.1.2.2 Custom Collection

5.1.2.2.1 Mixed-array Dataloggers

Clicking the Custom button for a mixed-array datalogger brings up the dialog
box shown below. The options you can specify include the file format and
whether to overwrite or append to the existing file, how much data to collect
and which final storage areas you want to collect.

Cusztom Collection Ed |

—File: Farmat ~File Mode
f* ASCH, Cormma separated = Append Ta End OF File
= ASCII, Printable
£ Binamy " Owenmrite Exizting File
Collect v Final Storage Area 1
= Collect Al

II:: WCampbelzcitLoggerM et D atat CR1T0x_ _I
" Collect All Since Last Collection

= Last Mumber of Arrays I‘II:II:I T Final Storage Area 2

 Advanced S | IE: YCampbelzctLoggerM ethDatat CR1 0 _I

NOTE While retrieving data from the datalogger using Custom

Collection, scheduled data collection will be suspended. The
directory where the files are stored for custom collection is
separate from the files for scheduled collection data and by
default is a Data directory under the LoggerNet directory (e.g.,
C:\CampbellSci\LoggerNet\Data).

File Format

This option is used to select the file format in which to store the collected data.
Appendix B provides information on File Formats.

Collect

—  Collect All will get all of the data available in the selected final storage
areas. For a datalogger that has a lot of data stored, this could result in a
large file and take a long time.
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— Collect All Since Last Collection - When this option is selected,
LoggerNet will attempt to collect all the data since the last Custom
Collection from the datalogger. Note that separate data collection
pointers are kept for the Custom Collection option; therefore, collecting
from this window will not affect data files created by scheduled data
collection or a manually initiated collection from the main Connect
window.

— Last Number of Arrays specifies how many of the last stored records
will be retrieved from the datalogger.

— Advanced allows the user to specify the memory pointer address for each
of the final storage areas. Data collection will begin at the specified
memory pointer and go through the last record collected. Use of this
option depends on knowing the memory pointer values for data
collection. Pointers can be manually reset but are updated and stored with
each data collection.

File Mode

The File Mode determines if the data to be collected will be added to the end
of the data file, if it exists, or if it will overwrite an existing data file. This
option only applies if a file with the same name exists in the directory
specified.

— Append to End of File - When this option is selected, the data collected
using the Custom Collection option will be appended to the end of the file
from previous Custom Collection.

— Overwrite Existing File - When this option is selected, the newly
collected data file will overwrite any existing file with the same name.

Select Final Storage Areas

The Final Storage Area section on the dialog selects which final storage areas
to collect data from. The file name and directory show where the collected
data will be saved. Clicking the browse button ( ... ) next to the file name will
bring up the file select dialog.

NOTE CR500, CR7, and 21X dataloggers have only one final storage
area.

5.1.2.2.2 Table-based Dataloggers

Clicking the Custom button for a table-based datalogger brings up the dialog
box shown below. The options you can specify include how much data to
collect; the file format; whether to overwrite, append or create a new file; and
the tables you want to collect. With table-based dataloggers you also have the
option of choosing specific records or a time interval to collect.

Each table is saved in a separate file so there will be one file created for each
table that is selected.
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NOTE

Custom Collection

Collection Options

While retrieving data from the datalogger using Custom
Collection, scheduled data collection will be suspended. The
default data file names for custom collection are separate from
the files for scheduled collection data and by default are placed
in a Data directory under the LoggerNet directory.

X]

Collect Mode |NewestNumher of Becards v| Starting R ecord Information

File Mode | ppend to End of File v|

Mumber of Records 100

File Formnat |.-'1‘-.SEII Table Data, Long header [TOAR]  «

Starting Dated Time

Ending Drate/Time

Table Collection

Table File Mare
[] Public C:ACampbelleciLogoerM et3_040atasCR1000_Public.dat
[] Status C:hCampbellzciiLoggerM eta_04Data\CRI1000_Status. dat

[] TestFast C:hCampbellzciiLogaerM eta_04Data CRI1000_T estF ast. dat

[]5elect Al

’ Change File Mame... ] ’ Start Collection l

| Cloze | ’ Help ]

Collection Options

—  Newest Number of Records will retrieve the number of records specified
in the Starting Record Information area going back from the last record
collected.

— Specific Records will retrieve the specified number of records beginning
with the Starting Record # as specified in the Starting Record Information
area.

— Data Since Last Collection will retrieve the data stored since the last time
a custom collection was performed. LoggerNet keeps track of the records
collected from each table every time a custom collection is executed. This
option will work even if the last custom collection used a different option.
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—  All the Data will get from the datalogger all the data available from all of
the selected tables. If the datalogger is full this could take a long time,
especially with large memory dataloggers or over slow communication
links.

— Data From Selected Date and Time uses the starting and ending time
and dates to get the data from the datalogger stored between those times.
If the datalogger does not have data for the specified time range a blank
file will be created. (CR200 Series dataloggers do not support this
collection option.)

Starting/Ending Date and Time

The Starting and Ending Date and Time are used to specify the timestamp
range for the selected date and time option. The date can be chosen from the
drop down calendar and the time can be entered or edited using the arrows to
the right of the control.

Starting Record Information

— Starting Record # is used to specify a range of records to collect. The
data collection will begin at this record number and get the number of
records specified in the Number of Records.

— Number of Records is used to specify a range of records or the number of
records to go back from the last record stored in the datalogger.

File Mode

File Mode is used to choose whether the collected data should be appended to
the file if it exists, overwrite the existing file, or create a new file. If Create
New File is selected and the named file exists, a new file will be created with
the specified file name and a sequence number added to it.

File Format

This option is used to select the file format in which to store the collected data.
Appendix B provides information on File Formats.
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5.1.3 Ports and Flags
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The Ports and Flags window shows the current state of the ports and flags for
the datalogger. If a flag is enabled or a port is high, the button next to the
name appears green; if the flag or port is disabled or low, the button appears
black.

Ports and Flags [Paused) E|

@ PortStatus(1]
@ PortStatus(2)
PartStatus(3]
PortStatus(4]
PuortS tatuz(f)
PartStatus(6]

PortStatus(7]

e/[e/[e/[e/[e/[e][e[e
OOOIOIOIOIOI0)
e/[e/[e/[e/[e/[e/[e[e

PuortStatus(8]

| add. | | Defaus | [ Hep |

Click the button next to the flag or port to turn it on or off. You do not have to
be actively connected to the datalogger to toggle a port or flag. If you are not
connected, when the port or flag is toggled, LoggerNet will connect to the
datalogger, make the change, and disconnect.

Program variables that are declared as Boolean can also be placed on this
display, for dataloggers that support data types. For these dataloggers, an Add
button is available that, when pressed, lists all of the tables in the datalogger.
When a table is highlighted on the left side of the window, any variables that
are declared as Boolean in the program will be displayed on the right side of
the window.

To return the Ports and Flags display to its original state, press the Defaults
button. This will reset all labels to their original names, update the number of
flags based on the currently running program (for CRX000 dataloggers), and
remove any Boolean values placed on the screen (for CRX000 dataloggers that
support data types).

Different datalogger models have a different number of ports and flags. The
Ports and Flags dialog box will display only those ports and flags available for
the datalogger type. Behaviors for each datalogger type are shown below.

e Mixed array dataloggers have a fixed number of ports and user flags that
are available. The ports and flags dialog box will display only the ports
and flags supported by the datalogger; no additional values can be added.
The Defaults button will reset any user-defined labels that have been
typed in.
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¢ CR1000, CR3000, CR800, CR5000, and CR9000X dataloggers do not
have predefined flags. When retrieving table definitions from the
datalogger, LoggerNet will look for a Public array with the name of Flag
in the program. If a Flag array is found, the declared flags will be added
to the Ports and Flags dialog box. The number of flags that will be added
is limited by the number of cells available on the Ports and Flags display.
CR800, CR1000, and CR3000 dataloggers have ports that can be toggled
from this display; they will be displayed in the first column and the
remaining cells will be available to display flags and other Boolean values
in the program. The CR5000's and CR9000X’s ports cannot be controlled
from this display, so all cells will be available for Flags and Boolean
values. For these five dataloggers, pressing Defaults will reset all labels
to their original names, update the number of flags based on the currently
running program, and remove any Boolean values placed on the screen.

e CR9000 and CR200 dataloggers do not have ports that can be toggled
from this display. They also do not have predefined flags or support the
declaration of variables as Boolean. The Ports and Flags dialog will
display one to three columns, depending upon the number of flags defined
in the program. Pressing Defaults will reset all labels to their original
names and update the number of flags based on the currently running
program.

NOTE A Boolean variable is a variable that can have one of two states:
high/low, off/on, -1/0, true/false.  Variables for CRBasic
dataloggers can be declared as Boolean with the Public or Dim
statement.

You can customize the labels for the Ports and Flags display by clicking within
the label field and typing the desired text.

To return the Ports and Flags display to its original state, press the Defaults
button. This will reset all labels to their original names and remove any
Boolean values placed on the screen.

5.1.4 Datalogger Clock

If a connection to a datalogger is established, the datalogger's clock is checked
continuously and displayed along with the computer's clock as updates are
received. The clock update can be paused by selecting the check box next to
Pause Clock Update. In some situations it is desirable to pause the clock
update to minimize data traffic over the communications link.

You can manually set the clock by clicking the Set Station Clock button.
LoggerNet attempts to set the datalogger clock as closely as possible to the
computer clock. A slight difference in the clocks might exist after the clock is
set because of the communications time delay. Over some communication
links it is impossible to match the computer clock exactly. LoggerNet uses
advanced compensation to get the best possible synchronization between the
computer and the datalogger clocks.
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If you are not connected to the datalogger, or if you are connected but the
clock update is paused, you can press the Check Clocks button and LoggerNet
will check both the datalogger's clock and the computer's clock and display the
results on the screen.

An automatic scheduled clock check can be set up in the Setup screen (see
Section 4.2.4.4.5).

Setting the clock may affect the time stamps assigned to your data. Refer to
Section 4.2.6 for further discussion.

5.1.5 Program Management

The Program section on the Connect screen is used to send programs to or
retrieve programs from dataloggers in the network. Edlog is used to create
programs for the CR7, 21X, and the CR10(X), CR510, and CR23X Series
dataloggers (CRXX, CRXX-TD, and CRXX-PB). The CRBasic Editor is used
to create programs for the CR5000, CR9000, CR1000, CR3000, CR800, and
CR200 Series dataloggers. Short Cut can be used to create programs for any
datalogger type. After a program is created in one of the program editors, the
Connect screen is used to transfer it to the datalogger. (Program editors are
discussed in Section 7.)

NOTE Programs for the CR7, 21X, and the CR10(X), CR510, and
CR23X Series dataloggers must be compiled in the editor to
create the *.dld file that is downloaded to the datalogger. The
CR200 Series datalogger also requires a precompiled file (*.bin),
which can be done in the editor or when the program is sent
using LoggerNet. CRXO000 dataloggers compile their program
on-board.

5.1.5.1 Sending a Datalogger Program

To transfer a program, press the Send button. A standard file select dialog box
will come up so you can choose the file to send. The Files of Type selector at
the bottom of the dialog can be used to filter the files that are displayed. This
filter is set to the appropriate file type for each datalogger automatically (*.dld
for CR7, 21X, CR10(X), CR510, and CR23X dataloggers, and *.CR# for the
CR5000, CR1000, CR800, CR3000, CR9000, and CR200 Series dataloggers).

After selecting a datalogger program file a warning will appear to remind you
that data may be lost when the new program is sent. (For mixed-array
dataloggers data is not lost if the memory configuration does not change;
sending a new program to table-based dataloggers always clears all data
memory.) If there is any data in the datalogger that has not been collected,
click Cancel to stop the program send, and collect the needed data.

If OK is selected at the warning, the progress bar will come up with the
program transfer progress. Once the program has been sent, the text changes
to Compiling Program. When the datalogger finishes compiling the program
the progress box will close.
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NOTE If a program downloaded to the datalogger sets or changes the
active security code, make sure to change the security setting for
the datalogger in Setup screen. Otherwise, access to the
datalogger may be limited or completely denied.

5.1.5.2 CR200 Series Programs

Programs for the CR200 Series dataloggers must be precompiled before being
sent to the datalogger. The compiled file is a binary image file with a *.bin
extension. Unlike the other dataloggers, CR200 Series dataloggers do not have
an on-board compiler. Consequently, the *.bin file must be generated with a
version of the precompiler that matches the operating system in the datalogger,
either during program creation in the CRBasic Editor, or when the file is
downloaded to the datalogger by LoggerNet. If a *.bin file is downloaded to a
CR200, and the version of that binary file does not match the datalogger's OS,
the download will fail and an error will be returned.

The LoggerNet installation includes all of the compilers for the CR200 that
were available at the date of release. When sending a program, if you choose
to send the *.CR2 file, LoggerNet will first check the OS version of the
datalogger and then attempt to compile the *.CR2 file with the matching
compiler. If you choose to send the *.bin file, LoggerNet will not check the
CR200's OS or precompile the file, it will just send the *.bin file. In this
instance, it is up to you to ensure that the *.bin file was created with the correct
precompiler.

5.1.5.3 Retrieving Datalogger Programs

The program running in the datalogger can be retrieved and saved to a file by
pressing the Retrieve button. You will be prompted for a name and directory
in which to store the retrieved file. Files for the CRBasic dataloggers (e.g.,
CR1) can be opened directly in the CRBasic Editor. A retrieved *.dld file can
be imported into Edlog for editing by using Edlog's Document DLD feature
(Section 7). The binary image files (*.bin) for the CR200 Series dataloggers
cannot be retrieved.

This feature is useful if the original file has been corrupted, lost, or erased.
Note that programs may not be reliably retrieved over noisy or slow
communications links.

5.1.6 Program Association

A table-based datalogger maintains final storage table information internally --
this is referred to as the datalogger's table definitions. The LoggerNet server
uses this information for the Add dialog box when you select values to view on
a Numeric or Graphical display and for the LoggerNetData applications.

Mixed-array dataloggers do not store final storage information internally.
However, this information is contained in the *.dld file as commented text.
When you download a program to a datalogger, LoggerNet uses the input
location and final storage information from this file. 1f you communicate with
a datalogger that already has a program in it, you can use the Datalogger |
Associate Program option to select a *.dld file from which LoggerNet should
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get this information. A program file can also be associated with a datalogger
from the Setup window's Program tab.

Programs created with Edlog version 2.0 and greater include both the input
location information and the final storage information in the *.dld file.
Previous versions of Edlog stored only the input location information in the
*.dld. If final storage information is not available for viewing in LoggerNet
after associating the file, you may need to recompile the program file with a
version of Edlog that stores this information in the *.dld file.

NOTE If you are using Edlog Version 2.0 or greater and labels are still
not available for use, check Edlog's Options | DLD File Labels
menu item and ensure that labels are being stored in the file
when the program is compiled.

5.1.7 Data Displays

The Connect screen’s Data Displays provide display screens to monitor
numeric values collected from the datalogger or to view the collected values
graphically. Both types of displays get their data from the LoggerNet data
cache, so the data must be collected from the datalogger before it can be
displayed.

Scheduled data collection will supply updated final storage data for these
displays automatically as it is received from the datalogger. Additionally, for
table-based dataloggers only, an active connection will supply values for final
storage data. For mixed-array dataloggers, final storage data must be collected
first (either by scheduled data collection or manually from the Connect screen).
Input locations and variables, along with port and flag information, are
automatically retrieved from the datalogger when selected for display,
regardless of the datalogger type.

Updates to the displays can be suspended by selecting the Pause check box.
This will stop the updates to all displays even though new data may be coming
in to LoggerNet.

NOTE If clock updates and display updates are paused while connected
to a datalogger, the connection may time out and terminate the
connection.

There are three Numeric Display screens and three Graphical Display screens.
Each screen is launched as a separate window that can be moved or resized as
needed. The display screens are not minimized if the Connect screen is
minimized, but they can be minimized independently.

5.1.7.1 Data Display Limitations

There are limits to the number of Input Locations that can be retrieved for
display from some of the dataloggers. Older mixed-array dataloggers can
transfer 62 input location values at a time. The newer mixed-array dataloggers
can transfer up to 500 input locations. The CR10X-TD family of dataloggers
is limited to a maximum of 500 input locations by packet size and record
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format. CR5000, CR1000, CR3000, CR800, and CR9000 dataloggers don’t
have practical limits for the number of Public Variables that can be requested
or displayed.

Both mixed-array and CRBasic dataloggers will transfer only the requested
input locations or public variables. However, CR10X-TD type dataloggers
must transfer the entire input locations record in one packet. Because of
packet size, if more than 500 input locations are used in the datalogger
program the record cannot be collected.

5.1.7.2 Numeric Display Screens

Data values collected from the datalogger can be displayed in numerical format
on the Numeric Displays. Selecting one of the three numbered boxes next to
the text "Numeric" will bring up a Numeric Display screen. Each of the three
Numeric Displays is configured separately, and all three can be active at the
same time if desired. The settings and selected data values for a display are
saved when the display, Connect screen, or LoggerNet is closed. The display
settings for each datalogger are also saved independently, so a different
datalogger will have different settings.

An example of a Numeric Display is shown below. If a Numeric Display is
already active but hidden behind other windows, clicking its number will bring
it to the front.

NOTE A mixed-array datalogger's final storage data must be collected
by LoggerNet before it can be displayed.

NOTE When a value declared as a Long is being displayed,
-2147483648 (the most negative long value) is used to indicate
NAN (Not A Number).

T CR1000 Numeric Display 2: Real Time Monitoring {Connected)

_  |RecMum 71.,090.00
Add. Time3tamp 11:22:10
Batteryoltage Mi 13.36
FanelTemperature 24 .54
Delete
Ciptions. ..
Stop
Help
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5.1.7.2.1 Adding and Removing Values

NOTES

The Numeric Display is initially blank when opened; the fields to be displayed
must be selected. Press the Add button to bring up the Add Selection dialog
box that lists the data fields for the available datalogger tables or final storage
arrays.

Table-based dataloggers - If the Add Selection dialog box is
empty, return to the Setup window's Data Files table and select
Get Table Definitions.

Mixed-array dataloggers - If no array IDs are listed and the input
locations are listed as InputLocation_# instead of with labels,
return to the Setup window's Program tab and associate a DLD
file with the datalogger.

Add Selection

X

Tables Fields
RecMum
Status TimeStamp
TestFast FanelT emperature
Battent/oltage
Counter
[]5tay On Top [] List Alphabetically
[ Pazte ] [ Cloge

Selecting a table name or final storage array ID will bring up a list of data
fields in the right hand window. Select the fields to add by clicking the data
field names. Multiple data fields can be selected by holding down the Shift or
Ctrl key while clicking additional names. An entire table or array can be
selected by clicking the table name.

The selected data fields can be added to the display either by clicking the Paste
button to enter them on the display starting at the selected cell, or dragging the
selected fields to the display cells. The Add Selection dialog can be kept in
front of other windows by clicking the Stay on Top check box.
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For mixed-array dataloggers that have an associated datalogger program, the
final storage labels and input locations names are available to select and add to
the display. If the datalogger doesn’t have an associated file, generic labels for
up to 28 input locations are still displayed in the Fields pane of the window.
Additional input locations can be displayed by clicking the Select Input
Locations button at the bottom of the screen. The numbers of the input
locations to display can then be entered using dashes to indicate ranges and
commas to separate numbers. For example 2-4,6,14-17 would add eight input
locations to the display: input locations 2,3,4,6,14,15,16, and 17.

Once the fields have been added to the Numeric Display and the Start button
has been pressed, they will update automatically as new data is collected from
the datalogger. Once Start has been pressed, the name of the button changes to
Stop, and it can then be pressed to stop monitoring the data values.

To delete data fields from the Numeric Display, select the data fields on the
display and press the Delete button. Adding new data fields on top of existing
fields in the display will overwrite the existing fields.

5.1.7.2.2 Display Options

The appearance of a Numeric Display can be customized by selecting the
Options button. The Cell Options feature allows you to set up how the data
should appear, set visual alarms, and set the number of rows and columns.
Options will be set for the cell(s) selected when the Options button is pressed.

Display Tab

Number of Decimal Places - Sets the number of digits to display to the right
of the decimal point. If one or more cells are selected before choosing this
option, the change will affect only those cells. If no cells are selected, the
change will affect the entire numeric display. This option can be used to show
greater precision or present a cleaner appearance, depending on the data need.

Boolean True/False String - Allows you to choose the text that will be
displayed for Boolean values (such as ports and flags, or variables declared as
Boolean). By default the strings are True/False, though they could be set to
High/Low, On/Off, etc.

Display Date On Timestamp(s) - When this check box is enabled, the date
will be included in timestamps that are displayed on the numeric monitor.
Otherwise, only the time will be displayed.

Show Milliseconds — When this check box is enabled, milliseconds will be
included in the timestamps that are displayed on the numeric display.
Otherwise, milliseconds will not be displayed.

Data Cell Justification

Field Name - Determines whether the data labels will be flush with the right or
left side of the cell. If one or more cells are selected, the change will affect
only the selected cells. If no cells are selected, the change will affect the entire
display.
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Data Value - Determines whether the data value will be flush with the right or
left side of the cell. If one or more cells are selected, the change will affect
only the selected cells. If no cells are selected, the change will affect the entire
display.

Alarms Tab

Enable Alarms - Alarms can be set to turn the background of a field a
different color depending on the value of a data point. Select the Enable
Alarms check box to turn on the alarm feature. The alarm levels can be set for
one or more selected cells by entering a value in the High Alarm Trigger Value
field and the Low Alarm Trigger Value field. When the data value displayed
in a cell exceeds the limits set, the cell color will change based on the colors
selected for each of the alarm values. If the Enable Sound check box is
selected, the indicated sound file will be executed when an alarm is triggered.
The sound file will be repeated based on the sound alarm interval while the
alarm is active.

Setup Tab

Number of Rows/Columns - Allows you to configure the number of rows or
columns for a numeric display. The maximum number of rows is 100. The
maximum number of columns is 10. After changing the number of rows or
columns, you may need to resize the numeric display window (by dragging one
of the window's corners) for the font size and cell size to properly
accommodate the values.

Restore Configuration Defaults - Select this button to restore the numeric
display to the default configuration of 20 rows and 3 columns.

Override Auto Update/Update Interval — By default, when connected, final
storage data from table data dataloggers is updated based on the rate of the
fastest table being displayed in the numeric display, up to a maximum one-
minute update interval. When the Override Auto Update check box is enabled,
the update is manually specified in the Update Interval field. Note that the data
can be updated no faster than the data values are being generated by the
datalogger.

5.1.7.2.3 Right Click Menu Options

Press the right mouse button when your cursor is within a cell to display a
short cut menu. This menu contains short cuts for the Add, Delete, and Options
buttons, as well as a Rename menu item that enables a label for editing, a
Select All menu item that highlights all of the cells in the numeric monitor, a
Delete All menu item that removes all data values that have been added to the
display, a View/Modify Value menu item that displays the value in a separate
dialog box and allows you to change the value (if it is editable), and a Help
menu item that brings up help for the Numeric Display.

5.1.7.3 Graphical Display Screens
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Data values collected from the datalogger can be plotted on a line graph in the
Graphical Display. Like the Numeric Display, there are three graphs and all of
them can be active at the same time if desired. The settings and selected data
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NOTE

NOTE

values for a graph are saved when the graph, Connect screen, or LoggerNet is
closed. The graph settings for each datalogger are also saved independently,
so a different datalogger will have different settings.

Selecting one of the three numbered buttons next to the text “Graphs" will
bring up a graphical display. An example is shown below. If a Graphical
Display screen is already active but hidden behind other windows, clicking its
number will bring it to the front.

A mixed-array datalogger's final storage data must be collected
by LoggerNet before it can be displayed.

When a value declared as a Long is being graphed, -2147483648
(the most negative long value) is used to indicate NAN (Not A
Number).

G2ICR1000 Graph, 2: Real Time Monitoring (Connected)

Selected Fields

Batten//oltage_Min 13.32
TCTemp 2434
| Add. | | Delete
Graph Width

| 0d 00k 01 m00s

i

Drawving Mode

(%) Strip Chart Shift %
() Shift Data E%
’ Options. .. l [ Clear l

12 5 R S B B S T B B S SR S CE e 2415
12 i R R B S TR B S SR E S ECE e 24 05
12 ; 24
E/562007 12:30:06 PM B/502007 12:30:36 PM BIS/2007 12:31:06 Ph

5.1.7.3.1 Displaying Values on a Graph

A graph is initially blank when opened; the fields to be plotted must be
selected. Press the Add button to bring up the Add Selection dialog box that
lists the data fields for the available datalogger tables or final storage arrays.
Up to twelve data fields can be graphed simultaneously. Data values are added
to a graph in the same way they are added to the numeric display. Refer to the
discussion above about adding values to a display using the Add Selection
dialog box.
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NOTES Table-based dataloggers - If the Add Selection dialog box is
empty, return to the Setup window's Data Files table and select
Get Table Definitions.

Mixed-array dataloggers - If no array IDs are listed and the input
locations are listed as InputLocation_# instead of with labels,
return to the Setup window's Program tab and associate a DLD
file with the datalogger.

Once data fields have been added and the Start button has been pressed, the
graph will start plotting data automatically. If there is historical data for the
selected fields in the data cache, it will be displayed on the graph. Note that
Input Location or Public table data does not have history stored in the data
cache; therefore, no historical data will be displayed.

To delete data fields from the Graphical Display, select the data fields on the
Graphical Display and press the Delete button. Existing data fields can be
replaced by adding new data fields to the same cells.

Once the Start button has been pressed, the name of the button changes to
Stop, and the plotting of data can then be temporarily stopped by pressing this
button. The name of the button then changes back to Start, and it can be
pressed to resume plotting. The contents of the graph can be cleared by
pressing the Clear button.

The Rescale button is used to bring outlying data values back within the
vertical axis of the graph when using one of the Powers of 10 scaling options
(see below for information on Powers of 10 scaling).

The Graph Width field determines the amount of time displayed across the
width of the graph. The default setting of 1 minute will display 1 minute of
data. If larger graph widths are specified the graph will backfill to plot
whatever data is available in the data cache.

The Drawing Mode determines how data is plotted on the graph. The choices
are Strip Chart or Shift Data. In Strip Chart mode, the data will stream across
the graph. After the graph is filled, the oldest points will fall off the left edge
of the graph as new points are added to the right edge. If Shift Data is chosen,
the data will be positioned in a static location. Once the graph is filled, the
data on the graph will be shifted over. The size of this shift and, therefore, the
amount of data that will be removed from the graph is determined by the
percentage specified in the Shift % field.

5.1.7.3.2 Graph Options

To customize the Graphical Display, press the Options button. The Graph
Display Options dialog box has three tabs: Scaling, Data Display, and Visual
Display.
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Scaling Tab

The Scaling options has tabs to set up the scale for the left and right axes. The
axes can be scaled automatically, fixed to a specific range, or set to Powers of
0 to 10 or Powers of -10 to 10.

The left and right axes are set independently. Data values can be set to graph
relative to the right or left axis by customizing the Trace Options (see below).
The axes scales are only shown on the graph if there are data fields linked with
them.

Graph Display Options §|

Scaling | Diata Dizplay || Wisual Dizplay
Left'y Axiz | Right ' Axis

Scaling Options Cuztorm Lirnits

® Automatic b ax Value:
() Powers of Dto 10
() Poweers of -10to 10 Min W alue:

() Custam

ak. l [ Apply ] [ Cancel ] [ Help

Automatic Scaling - Adjusts the axis according to the values currently being
displayed on the graph. The maximum and minimum will be set to display the
largest and smallest values of all the fields being graphed. If there are values
that are much larger or much smaller than the others, they can dominate the
scaling and make variations in the other fields harder to see.

Powers of 0 to 10/Powers of -10 to 10 - Applies a Power of 10 multiplier to
each of the data fields so the graph will have a scale of either 0 to 10, or -10 to
10 so that all values can be displayed on the same graph. The data values are
scaled so they will fit between the option chosen. When this option is in
effect, pressing the Rescale Button on the Graph tab will rescale any value that
has fallen outside of the scale.

Custom Scaling - The Max Value and Min Value fields are used to specify a
fixed range for the Y axis. When this option is in effect, the Rescale button on
the Graph will be disabled. Any data values that do not fall within the
specified range will not appear on the graph.
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Data Display Tab

Plotting Options - Determines whether the trace will be displayed with only a
line or if points for the data will be shown also. Note that the line color, width
and style for the trace are set in Trace Options (see below).

Time Axis Display -These options affect the horizontal time axis. You can
choose to Show Time and Date, Display Just Time, or Hide the Timestamp.

Override Auto Update/Update Interval — By default, when connected, final
storage data from table data dataloggers is updated based on the rate of the
fastest table being displayed in the numeric display, up to a maximum one-
minute update interval. When the override Auto Update check box is enabled,
the update is manually specified in the Update Interval field. Note that the data
can be updated no faster than the data values are being generated by the
datalogger.

Numeric Display Options — Determines whether milliseconds will be shown
on timestamps on the graph and how many decimal places will be used when
displaying the data.

Buffer Data - Determines whether data coming into the graph is buffered.
Select the Buffer Data check box to buffer data. Clear the check box to
prevent data from being buffered.

The amount of data to be buffered is specified in the Number of Pages to
Buffer field. Each page will contain the amount of data specified by the Graph
Width.

When the Buffer Data option is on, a stopped graph can be scrolled backward
in time for the amount of pages specified. The paused graph will have arrows
which appear to facilitate moving backward or forward one page at a time,
moving to the earliest page, or moving to the latest page. You can also
manually navigate through the buffered data by right-clicking and dragging to
move backward or forward in time.
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Graph Display Options @

Scaling | Data Display | Yisual Digplay
Platting O phions Time &xiz Dizplay
(%) Line Only {*) Show Time and Date
" Display Just Time
() Show Points
() Hide the Timestamp
Auto Update
Murnenc Display Options
(] Override &uta Lpdate | ey [ Eseremidls
| Data Precigian: 2 E
Buffer Data
[ Buffer Data Mumber of Pages to Buffer: 2 E
I k. I [ Apply ] [ LCancel I [ Help ]

Visual Display Tab

The Visual Display options allow the user set the appearance of the graph.
The colors for the grids and background as well as how the trace should appear
can be set here. Titles can also be added to the graph.

Graph Display Options ['5__(|
Scaling | Data Diapla_l.J| Wisual Dizplay |
Dizplay Options Title
B ackground Colar: Q [ Show Graph Title
LenGidCoor [ (2] | | [_Font. |
Right Giid Color: [ (..] || 1 o Left Asis Tie
bz Colar: . E] | | ’ Font. ]
[rata Direction
%) Right ta Left [ Show Right Asis Title
© Left to Right | [ Font. |
[ ok ] [ Apply ] [ Cancel ] [ Help I
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Display Options - These options are used to set the look of the graph itself.
The Background Color selects the color of the graph background. This is
white by default. Be careful to select a background color that does not make
any of the data traces disappear.

The Left / Right Grid Colors select the color of the grid lines that go with the
left or right axis scale.

Data Direction - This option determines how the data values will populate the
graph — right to left (oldest data on the left and newest data on the right) or left
to right (oldest data on the right and newest data on the left).

Title - Allows you to place a descriptive title over the top edge of the graph
and for each axis. Enter the text of the title in the text box, then click the Show
Title check box to make the title visible. Click the Font button to choose the
font style, size and color for the title.

5.1.7.3.3 Trace Options
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The appearance of the data traces can only be changed by selecting a cell and
pressing the right mouse button. A floating menu will be displayed.

Select Trace Options to display the Trace Options dialog box:

Trace Options E|
Display | Marks
Color: Select Axiz: Line 'fidth:
— I — -
Line Style: Symbol Style:
Solid Line w || Circle v
’ )4 ] | Cancel | ’ Help ]
Display Tab

Color - Sets the color of the trace and the data points. The user can choose
from the Windows color palette for the color. The color for this trace is shown
in the color window.

Select Axis - Sets whether the data trace is displayed on the left or right axis.

Line Width - Sets the width of the trace. Wider traces are easier to see but
may obscure other traces or small variations of the data.

Line Style - Selects the style for the line.
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Symbol Style - Selects the appearance of the individual data points. Data
points are displayed on the line in the Graph Options, Visual Display tab (see
Graph Options above).

Marks Tab

Marks are the labels for the data points on the graph. The items on this tab
affect how the marks appear on the graph.

Show Marks - When selected, the labels for the data points are displayed on
the graph. When cleared, they are not displayed and all other items on this tab
are disabled.

Draw Every - Determines how often the data points should be labeled. When
set to 1, every data point will be labeled. When set to 2, every second data
point will be labeled, and so on.

Round Frame - When selected, the frame that surrounds the data label will
have rounded corners. When cleared, the frame will have angled corners.

Transparent - When selected, a frame will not be displayed for the data
labels.

Color - Defines the color of the background for framed data labels. Press the
button to the right of the color square to define a new color.

Data - Determines the type of label to be displayed for data point. Value
displays the numeric value for the data point. Timestamp displays the time for
the data point. Value and Timestamp displays the time and the numeric value
for the data point.

5.1.7.3.4 Right Click Menu Options

Pressing the right mouse button will bring up a short cut menu relative to
where your mouse pointer is on the graphical display.

Right Click Within the Graph - Displays a short cut menu with items for
saving, printing, and formatting the graph:

Save As - Allows you to save a picture of the current graph in a BMP or
WMF format.

Copy - Save a copy of the current graph image to the Window's
clipboard. This copy can then be pasted into another application.

Options - Opens the Graph Display Options dialog box.
Clear - Erases the existing traces on the graph.
Rescale — Scales the data values so they are all displayed within the graph

boundaries. This option is available only when Power of 10 Scaling is
chosen for the graph.
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Start/Stop - Starts the graphing of data when a graph is currently
stopped. Stops the retrieving and graphing of data, when a graph is
currently running.

Print Preview - Displays a preview of the printed page with the ability to
set the paper orientation, page margins, and other print properties.

Print - Brings up the standard windows Print dialog box so that the graph
can be printed.

Right Click on a Table Cell - Displays a short cut menu with options specific
to traces.

Add - Brings up the Add Selection dialog box from which you can add a
trace to the graph.

Delete - Removes the trace from the graph.

Rename - Sets the name of the field to a state in which it can be edited.
Do Not Plot - Stops the trace from being plotted on the graph. A check
mark appears beside the Do Not Plot menu item for a trace that will not be

plotted. Record numbers and timestamps are not plotted.

Select All - Selects all traces on the graph. This allows options for all
traces to be set at once.

Delete All - Resets all settings for the traces on the graph. This will
remove all traces from the graph.

Trace Options - Displays a dialog box that lets you set the color and
appearance of the trace.

View/Modify Value - Displays the value in a separate dialog box and
allows you to change the value (if it is editable).

Help - Brings up help for the Graph.

5.1.7.3.5 Additional Capabilities
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Vertical Line Marker - Double-clicking a point on the graph will bring up a
vertical line marker on the screen that moves with the cursor. As the vertical
bar is moved across the graph, the Selected Fields box will display the data
value(s) corresponding to the timestamp of the vertical marker. (If a vertical
line marker is brought up while graphing is underway, the graph will be
automatically paused. It will be necessary to push Start to resume graphing.)

Zoom and Scroll - An area of the graph can be zoomed in on by using the
mouse pointer to draw a box around the area to be viewed. (Place the mouse
cursor in the area for the upper left of the box, press the mouse button, and
hold and drag the mouse pointer to the desired bottom right corner of the box.)
To return to normal view, press the Undo Zoom button in the upper right
corner of the graph. (You may also press the mouse button, hold and drag the
mouse pointer up and to the left to return to normal view.)
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If you have stopped a graph and zoom in to a region, you can use the right
mouse button to drag the screen and thus scroll to other locations of the graph
at the current zoom level.

5.1.8 File Control for CR5000, CR1000, CR800, CR3000, and
CR9000 Dataloggers

CR5000, CR1000, CR3000, CR800, and CR9000 dataloggers have a built in
file system much like a computer hard disk. Multiple files can be stored in the
datalogger's memory or on a PC card, including data files and datalogger
programs. Note that unlike other dataloggers, these dataloggers retain in
memory programs that have been downloaded to them unless the programs are
specifically deleted or the datalogger memory is completely reset.

File Control is used to manage all the files on these dataloggers. File Control
is opened from the Connect window's Tools | File Control menu.

¥ File Control: CR1000

- [BX]

= > 3 X @ ?
Send.. Eaormat Fefrash Eetrieve. . Fiun Optionz... Delete Stop Program... Help
[ Device Bytes Free | File Mame Run Optiong Size t odified Attributes
| crU 80836 FiainFlow. cri 16.155 KB 2007-06-05 14:28:46 R
flags.CR1 0517 KB 2007-06-05 1 4 R
BASICT.CR1 Run Alwaps 28 KB 2007-06-05 1 ET [=1%]

[]Set Run Options on Send

NOTE

The File Control window displays a list of files stored on the datalogger's CPU,
PC card, or USR drive. The window on the left lists all of the data storage
devices available for the selected datalogger (CPU, CRD, or USR). Selecting a
device shows a list of the files stored there.

The USR drive is a user-created drive in the CR1000, CR800,
and CR3000 dataloggers. It can be set up by assigning a value to
the datalogger's UsrDriveSize setting in the Status table. This
drive must be set to at least 8192 bytes, in 512 byte increments
(if the value entered is not a multiple of 512 bytes, the size will
be rounded up).
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The Run Options for a file indicate whether it is set to Run Now, Run On
Start-up, or both (Run Always). The currently executing program is indicated
by the Run Now or Run Always attribute. The file size is displayed, as well as
the last time the file was modified and whether or not the file is Read Only or
Read/Write. Note that the Size, Modified date, and Attributes may not be
available for all dataloggers.

There are several options to work with the files and directories on the
datalogger.

Send is used to transfer files from the computer to the datalogger. Clicking the
Send button brings up a standard file selection dialog box. A new file can be
chosen to send to the highlighted device.

Datalogger programs, data files, and other ASCI|I files can be sent to the
datalogger.

Format is used to format the selected device. Just like the formatting a disk
on a computer, all of the files on the device are deleted and the device is
initialized.

Refresh will update the list of files for the selected device.

Retrieve will get the selected file from the datalogger and store it on the
computer. A Save As dialog box comes up allowing you to specify the
directory and file name for the saved file.

Run Options brings up a dialog box that is used to control what program will
be run in the datalogger. Highlight a file, and then select the Run Options
button.

Select Run Options gl
te-cardout. CR1

[~ Run Mow

¢ Do not eraze the card data files

" Erasze all card data files created by:
tc-temp.CR1

[~ Fun On Power-up

Run Now will stop the currently running program and load and run the
highlighted program. All of the existing data tables in datalogger memory are
deleted. If the datalogger is a CR1000 or CR3000 and data is also being stored
to a card, select an option button to determine whether or not the data tables
created by the program and stored on the card are erased or retained (if the
datalogger is something other than a CR1000 or CR3000, or if data is not
being stored to a card by the program, these two options will be disabled).
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Run On Power-up sets the file to run when the datalogger is powered down
and powered back up.

A file set to Run Now and Run On Power-up will be shown as Run Always in
the File Control Window.

Delete - Highlight a file and press the delete button to remove the file from the
datalogger's memory.

Stop Program halts execution of the currently running datalogger program.
This option will delete all data tables.

Right Click Menu Options

When a file name is selected, pressing the right mouse button displays a menu
with the Retrieve File, Delete File, Run Options, and Stop Program options.

5.1.9 Terminal Emulator

CAUTION

The datalogger can be put into a remote terminal mode so that the user can
send low level communication instructions to the datalogger. Often this is
used for troubleshooting applications, such as viewing memory settings in the
datalogger or changing the program execution interval temporarily. When
terminal emulation is active, all other communication with the datalogger is
suspended, including scheduled data collection. Information on
communicating with the datalogger in terminal mode is provided in the
datalogger user's manual.

To activate the remote keyboard select Tools | Terminal Emulator from the
menu.

The remote terminal mode should be used with care. It is
possible to affect the settings of the datalogger, such as
changing the datalogger program and tables. Changes of
this type will cause data collection to be suspended and
possibly result in lost data.

5.1.10 Status Table Information (Table Dataloggers Only)

Table-based dataloggers have a default system table called a Status table. The
Status table contains information about the datalogger type; OS version, date
and signature; program statistical information; etc. (Refer to each datalogger's
manual for complete information about the Status table).

To view the status table for a table-based datalogger select Datalogger | View

Station Status from the menu on the Connect screen. A window similar to the
one below will be displayed.
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=% Datalogger Status - CR3000

o3| Table Fill Times | Status Table |

Datalogger Information »
Station Mame: -1
05 Yerzion: CR3000.5td.00.28
05 Date: 091117
05 Signature; 13486
PakBuz Address 3000
Securnty Settingz(1]: 0
Securnty Settingz(2]): 0
Securnty Settingz(3): 0
Fanel Temperature: 25.42 °C
kemony: 4134304 bytes
W atchdog Errors: 0

Program Information
Current Pragram: CPU:fileread. CR3
Start Time: 11/23/2005 2:23:15 PM
Run Signature: 8965
Program Signature: 57507
Compile Results for Last Program Sent; Compiled in Sequentialtdode.

Program Errors
Skipped Scanz: 0
Skipped Slow Scans: O
Skipped Records in ReadDat1: 0
Skipped Records in ReadDatZ: 0

Battery Information
Battery Voltage: 12.52
Lithium Battery: 3.49 w

Refrezh Cloze ‘? Help

The window has three tabs. The Summary tab provides an overview of
important status information in the datalogger, including the information about
the datalogger model and its firmware, program details, battery voltage levels,
and card memory (if one is present). Right click within this window to display
a menu for printing the summary or saving this information in a file.

The Table Fill Times tab lists the tables in the datalogger, along with the
number of records in the table and the estimated time that the table will fill. A
data table can be reset from this window by pressing the Reset Tables button.

The Status Table tab lists all of the status table fields in the datalogger along
with their values. By default, all of the fields in the status table are displayed.
To select only certain status data to be viewed, press the Select Fields button.
This will display a list of the status data available in the datalogger. Select one
or more of the fields and then press OK. The current values will be displayed
in the table. If you select a cell within the status table and right click, a short
cut menu will be displayed. From this menu you can view/edit a value (if it is a
writable value).
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NOTE

Press Refresh to prompt LoggerNet to query the datalogger and update the
values again. This refresh option is also available from the right click menu.

Resetting a table will erase the data in the datalogger and in the
data cache.

5.1.11 Field Calibration Wizard

The Field Calibration wizard, opened from the Connect window’s Tools menu,
is used to assist in the calibration of one or more variables in the datalogger
program. This calibration tool is available only for the CR800, CR1000,
CR3000, CR5000, and CR9000X dataloggers that support the FieldCal
instruction.

The program running in the datalogger must contain one or more FieldCal or
FieldCalStrain instructions for the variables you wish to calibrate. One
function of this instruction is to write a programname.cal file to datalogger
memory that contains information on the variables to be calibrated and the
most recent calibration values. The Field Calibration wizard looks for a *.cal
file with a name that matches the program currently running in the datalogger.
If a matching file is found, the calibration wizard will use the information from
that file to walk you through each step of the calibration. Calibration options
offered in the FieldCal instruction are zeroing, offset, two-point multiplier and
offset, and two-point multiplier only. Calibration options offered in the
FieldCalStrain instruction are zeroing, 1/4 bridge strain shunt, bending 1/2
bridge strain shunt, and bending full bridge strain shunt.

Refer to the datalogger’s CRBasic help file for additional information on the
FieldCal and FieldCalStrain instructions, and to the LoggerNet help file if help
is needed while using the Field Calibration wizard.

5.2 Real-Time Monitor and Control

NOTE

The Real-Time Monitor and Control (RTMC) software provides the ability to
create and run graphical screens to display real-time data as LoggerNet collects
it from the dataloggers. Controls are also provided to view and set datalogger
ports and flags, as well as input locations or variables. RTMC can combine
data from multiple dataloggers on a single display. As LoggerNet collects data
from the dataloggers, the displays in RTMC are automatically updated.

RTMC has two operating modes: Development and Run-Time. The
Development mode allows you to create and edit a real-time graphic display
screen to display the data collected from the dataloggers. Once the screen is
built and saved as a file, the screen can be displayed using RTMC Run-Time.
This allows graphic display screens to run on other computers with just the
RTMC Run-Time program. One copy of RTMC Run-Time is provided with
LoggerNet; additional copies to run on remote machines can be purchased
separately.

Scheduled data collection must be enabled in LoggerNet, or
RTMC’s display will never update.
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5.2.1 Development Mode
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RTMC Development is a graphic display editor that allows the user to easily
place graphical components on the display screen and associate them with data
values.

The RTMC Development window, as shown below, has three sections.

Project Component List - The panel on the left shows the hierarchy of the
display components and how they are associated with each other. Every
component of the display screen is shown in this list and it provides a shortcut
to get to any graphical component.

Project Workspace - The middle panel is the display screen workspace. The
graphic components are placed in the workspace, as they should appear on the
final display.

Components Toolbar - The toolbar on the top contains the display screen
components that can be placed in the workspace. Selecting a component and
clicking in the workspace places the component and brings up the Properties
window for that component.

RTMC was des