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December 17, 2021 

 
 
Dear Customer, 
 
This correspondence is in relation to the recent Log4j2 vulnerability in an open-source logging library that is 
commonly used by software applications and services. 
 
We can confirm that no software developed by Campbell Scientific uses Log4j2, and none of our software 
dependencies use Log4j2. Our cloud data services are hosted in either Amazon AWS or Microsoft Azure 
data centers (product dependent). 
 
AWS has posted a public facing statement detailing their response to the Log4j2 vulnerability at: 
https://aws.amazon.com/security/security-bulletins/AWS-2021-006/. 
 
Microsoft has posted a public facing statement detailing their response to the Log4j2 vulnerability at: 
https://msrc-blog.microsoft.com/2021/12/11/microsofts-response-to-cve-2021-44228-apache-log4j2/ 
 
Our software teams continue to monitor the situation and will react accordingly if the need arises, but at this 
time we have no vulnerabilities related to Log4j2. 
 
Thank you for your continued trust in Campbell Scientific solutions. 
 
Sincerely, 
 
 
 
 
 
 
 
David Hammond 
Software Product Manager 
Campbell Scientific 


